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Abstract: Detecting anomalies in distributed systems through log analysis remains challenging due
to the complex temporal dependencies between log events, the diverse manifestation of system
states, and the intricate causal relationships across distributed components. This paper introduces
a TLAN (Temporal Logical Attention Network), a novel deep learning framework that integrates
temporal sequence modeling with logical dependency analysis for robust anomaly detection in
distributed system logs. Our approach makes three key contributions: (1) a temporal logical attention
mechanism that explicitly models both time-series patterns and logical dependencies between log
events across distributed components, (2) a multi-scale feature extraction module that captures
system behaviors at different temporal granularities while preserving causal relationships, and
(3) an adaptive threshold strategy that dynamically adjusts detection sensitivity based on system load
and component interactions. Extensive experiments on a large-scale synthetic distributed system
log dataset show that TLAN outperforms existing methods by achieving a 9.4% improvement in
F1-score and reducing false alarms by 15.3% while maintaining low latency in real-time detection.
The framework demonstrates particular effectiveness in identifying complex anomalies that involve
multiple interacting components and cascading failures. Through comprehensive empirical analysis
and case studies, we validate that TLAN can effectively capture both temporal patterns and logical
correlations in log sequences, making it especially suitable for modern distributed architectures. Our
approach also shows strong generalization capability across different system scales and deployment
scenarios, supported by thorough ablation studies and performance evaluations.

Keywords: distributed system logs; anomaly detection; deep learning; temporal logicalmodeling

1. Introduction

With the rapid development of cloud computing and microservices architectures,
modern distributed systems have become increasingly complex and dynamic [1]. These
systems generate massive volumes of logs that record system behaviors, component inter-
actions, and runtime states. These logs serve as valuable resources for system monitoring,
maintenance, and anomaly detection. However, effectively analyzing these logs to de-
tect anomalies in real time remains challenging due to their temporal nature, complex
inter-dependencies, and the dynamic characteristics of distributed environments [2].

Traditional approaches to log-based anomaly detection primarily rely on rule-based
methods or statistical analysis [3]. These methods typically involve pattern matching,
threshold-based detection, or statistical modeling of log sequences. While these approaches
have shown effectiveness in detecting known anomalies, they often struggle with novel
anomaly patterns and fail to capture complex temporal dependencies in log data [4].
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Moreover, the dynamic nature of distributed systems, where component interactions and
system loads constantly change, poses additional challenges to these traditional methods.

Recent advances in deep learning have opened new possibilities for log-based anomaly
detection. Various deep learning models, particularly those based on recurrent neural
networks and attention mechanisms, have demonstrated promising results in capturing
temporal patterns and sequential dependencies in log data [5]. However, existing deep
learning approaches often treat log sequences as simple time series data, overlooking the
unique characteristics of distributed system logs, such as the logical relationships between
components and the multi-scale nature of system behaviors [6]. Furthermore, most current
methods lack the ability to adapt to changing system conditions and maintain consistent
performance under varying operational scenarios [7]. These limitations manifest in several
critical ways: First, RNN-based approaches [2], while effective at capturing sequential
patterns, struggle with long-range dependencies that often characterize distributed system
behaviors. Our empirical analysis shows that traditional LSTM models fail to maintain
temporal coherence beyond sequences of 1000 events, particularly when system compo-
nents interact asynchronously. Second, Transformer-based methods [8,9], despite their
attention mechanisms, face challenges in modeling the hierarchical nature of distributed
system interactions. Their self-attention layers, operating on flattened sequential repre-
sentations, often miss crucial structural relationships between components, leading to
degraded performance in identifying causally related anomalies.

The challenge of real-time anomaly detection in distributed systems is further com-
plicated by several factors. First, log events often exhibit complex temporal patterns at
multiple scales, from millisecond-level component interactions to long-term system behav-
ior trends. Second, anomalies frequently manifest through intricate relationships between
different system components, requiring models that can capture both temporal and logical
dependencies. Third, distributed systems operate under varying loads and conditions,
necessitating adaptive approaches that can adjust to changing system states [10]. Finally,
production environments demand real-time detection capabilities while maintaining high
accuracy and low false positive rates [11]. Furthermore, existing approaches typically treat
temporal and logical dependencies as separate concerns, leading to fragmented analysis
that fails to capture their inherent interconnection in distributed systems. For example,
current methods might detect temporal anomalies in individual service logs but miss their
causal relationships with other system components. Additionally, most current methods
lack the ability to adapt to changing system conditions and maintain consistent performance
under varying operational scenarios [7].

To address these challenges, we propose TLAN (Temporal Logical Attention Net-
work), a novel framework that combines temporal sequence modeling with logical de-
pendency analysis for robust anomaly detection in distributed system logs. Our main
contributions include the following:

(1) We introduce a novel temporal logical attention mechanism that explicitly models
both temporal patterns and logical dependencies in log sequences. This dual-perspective
approach enables more accurate anomaly detection by considering both time-series charac-
teristics and component interactions.

(2) We develop a multi-scale feature extraction module that captures system behav-
iors at different temporal granularities while preserving causal relationships between
components. This helps identify anomalies that manifest across different time scales.

(3) We design an adaptive threshold mechanism that dynamically adjusts detection
sensitivity based on system load and component interaction patterns, improving detection
accuracy under varying operational conditions.

(4) We conduct extensive experiments on a large-scale synthetic distributed system
log dataset, demonstrating significant improvements over state-of-the-art methods. Our
results show a 9.4% improvement in Fl-score and a 15.3% reduction in false alarm rate
while maintaining low detection latency.
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The remainder of this paper is organized as follows. Section 2 reviews related work
in log-based anomaly detection. Section 3 introduces preliminary concepts and prob-
lem formulation. Section 4 details our proposed TLAN framework. Section 5 presents
experimental results and analysis. Finally, Section 6 concludes the paper and discusses
future directions.

2. Related Work

Log-based anomaly detection plays a pivotal role in ensuring the reliability and sta-
bility of modern distributed systems. In production environments, where microservice
architectures can span thousands of interconnected components, system logs serve as the
primary source of operational intelligence. They are crucial for several reasons: First, logs
provide real-time visibility into system behavior, enabling early detection of potential
failures before they impact service quality. Second, they capture the complex interactions
between distributed components, making them essential for understanding and preventing
fault propagation. Third, in large-scale deployments, logs often serve as the only com-
prehensive source of diagnostic information, making them indispensable for root cause
analysis and system maintenance.

Recent industrial studies have demonstrated that effective log-based anomaly de-
tection can reduce system downtime by up to 70% and decrease mean time to recovery
(MTTR) by 45%. Furthermore, in cloud computing environments, where a single failure can
cascade across multiple services, real-time log analysis has become critical for maintaining
service level agreements (SLAs) and preventing widespread system outages. The financial
implications are significant—industry reports indicate that system downtime can cost
organizations up to USD 500,000 per hour, highlighting the vital importance of robust log
analysis systems.

This section reviews existing research related to log-based anomaly detection in dis-
tributed systems. We organize the discussion into three main aspects: log preprocessing
techniques, traditional anomaly detection approaches, and deep learning-based methods.

2.1. Log Preprocessing and Representation

Log preprocessing is crucial for effective anomaly detection. Early works focused on
log parsing and template extraction. Xu et al. [12] proposed source code-based parsing to
extract log templates. He et al. [13] introduced Drain, an online log parser using fixed-depth
trees. More recent approaches leverage deep learning for automated template extraction.
Zhang et al. [14] developed LogParser, which uses BERT-based models to identify log
templates without manual rules.

For log representation, researchers have explored various techniques. Du et al. [2]
represented logs as sequences of template IDs. Liu et al. [15] proposed incorporating
semantic information through word embeddings. More sophisticated approaches like
Log2Vec [16] use self-supervised learning to capture both sequential and semantic features
of logs.

2.2. Traditional Anomaly Detection Methods

Traditional approaches to log-based anomaly detection form the foundation of system
reliability engineering in many production environments. These methods have proven
essential in preventing system failures and maintaining operational stability. Their impor-
tance is particularly evident in critical infrastructure systems, where real-time detection of
anomalies is crucial for preventing cascading failures. For example, in large-scale cloud
platforms, traditional log analysis methods have successfully prevented system-wide out-
ages by detecting early warning signs in component interactions. Studies from major cloud
providers show that proactive anomaly detection through log analysis can prevent up to
85% of potential system failures when properly implemented.

These traditional approaches can be categorized into rule-based, statistical, and ma-
chine learning methods. Rule-based approaches [17] define patterns or thresholds to iden-



Sensors 2024, 24, 7949

4of 24

tify anomalies. While straightforward, these methods require extensive domain knowledge
and manual maintenance.

Statistical methods analyze log frequencies and distributions. He et al. [18] employed
Principal Component Analysis (PCA) to detect anomalies in system logs. He et al. [19]
proposed using statistical correlations between different log types. However, these methods
often struggle with complex temporal dependencies.

Traditional machine learning approaches include clustering and classification methods.
Lin et al. [20] used clustering to group similar log sequences. Lou et al. [21] developed
invariant mining techniques to detect anomalous patterns. These methods show better
adaptability than rule-based approaches but may miss subtle temporal patterns.

2.3. Deep Learning-Based Methods

The increasing complexity and scale of modern distributed systems has elevated
the importance of sophisticated log analysis techniques. Deep learning approaches have
emerged as a critical tool for managing this complexity, offering unprecedented capabilities
in detecting subtle anomalies and predicting potential system failures. In production envi-
ronments, these methods have demonstrated the ability to reduce false alarm rates by up
to 65% while improving detection speed by an order of magnitude compared to traditional
approaches. Their importance is particularly evident in microservices architectures, where
they excel at identifying complex failure patterns that traditional methods might miss.

Recurrent Neural Networks (RNNs) and their variants have been widely adopted.
DeepLog [2] pioneered the use of LSTM networks for log anomaly detection, demonstrating
their effectiveness in capturing sequential patterns in log data. While groundbreaking, their
approach primarily focuses on temporal dependencies without considering component
interactions. LogAnomaly [15] extended this direction by incorporating semantic informa-
tion through template2vec, achieving better feature representation but still lacking explicit
modeling of component relationships.

The integration of attention mechanisms marked another important development in
this field. Brown et al. [5] introduced attention-based RNNs for interpretable anomaly
detection. LogRobust [4] further developed this direction by combining attention mecha-
nisms with adversarial training to handle unstable log data, showing improved robustness
to pattern variations. Xie et al. [22] explored attention-based architectures with GRU
networks, demonstrating enhanced capability in identifying critical log sequences for
anomaly detection.

Transformer-based approaches represent the latest trend in log analysis. LogBERT [8]
leverages pre-trained BERT representations for log analysis, introducing a novel log-
oriented pre-training task and achieving strong performance through contextual embed-
ding learning. LogGPT [9] adapts the GPT architecture for log analysis, incorporating
both local and global context through hierarchical attention. However, as noted in recent
surveys [23,24], these approaches still face challenges in explicitly modeling the complex
dependencies between distributed system components.

More recent works have focused on capturing complex dependencies in distributed
systems. Zhou et al. [1] developed a framework for microservice applications using system
trace logs. Yang et al. [10] proposed a semi-supervised approach with probabilistic label
estimation. Graph-based methods have emerged as a promising direction for capturing
component relationships. LogGNN [25] models log entries as nodes and their relationships
as edges, while LogGraph [26] combines temporal attention with graph structure learning.
These approaches show improved performance in capturing spatial dependencies but may
not fully utilize temporal information.

Our work differs from existing approaches in several aspects. While previous meth-
ods typically handle temporal and structural aspects separately, our framework provides
a unified approach that simultaneously models both temporal patterns and component
dependencies. Unlike methods that focus solely on sequence modeling or graph structure,
our temporal logica lattention mechanism explicitly captures the interplay between tempo-
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ral evolution and component interactions, enabling more effective anomaly detection in
complex distributed environments.

2.4. Temporal and Sequential Modeling

Recent research has emphasized the importance of temporal modeling in log analysis.
Wang et al. [6] studied temporal dependencies in configuration-related logs. Zhang et al. [11]
proposed event correlation graphs for root cause analysis. However, most existing work
focuses either on temporal or logical aspects, without effectively combining both.

Several approaches have attempted to model multi-scale temporal patterns.
Zhao et al. [27] developed a multivariate time series approach for log analysis. Li et al. [28]
proposed continuous-time models for log sequence analysis. These methods provide
insights into handling temporal aspects but may not fully capture the complexity of
distributed systems.

Our work differs from existing approaches in several aspects. First, we explicitly
model both temporal and logical dependencies through our temporal logical attention
mechanism. Second, our multi-scale feature extraction module captures system behaviors at
different granularities. Third, our adaptive threshold strategy enables robust performance
under varying conditions. These innovations address the limitations of existing methods
while maintaining practical applicability.

3. Preliminaries

This section introduces the formal problem definition, mathematical notations, and fun-
damental concepts used throughout this paper.

3.1. Problem Definition

Welet L = {I3,1,...,1,} be a sequence of log entries from a distributed system, where
each log entry [; is generated at timestamp t;. Each log entry /; can be represented as a tuple:

li = (ti, ci,mj, p;) 1)

where t; denotes the timestamp, c; represents the component ID in the distributed system,
m; indicates the log template ID, p; is the set of parameters extracted from the log message.
The log-based anomaly detection problem can be formally defined as

f(We) — {0,1} )

where Wy = {l;_y41,...,1t} represents a sliding window of log entries at time t with
window size w, and the output indicates whether the system state represented by W; is
normal (0) or anomalous (1).

3.2. Log Event Representation

Given a log entry [;, we first tokenize and parse it into a structured format. The log
template m; is extracted using a log parser, which identifies the constant parts across similar
log messages. The parameters p; are the variable parts that differ across instances of the
same template.

For temporal analysis, we construct a sequence matrix S € R*%:

Sij = embed(l,-)[j], i€ [1, w],] c [1,d] (3)

where embed(/;) maps the log entry to a d-dimensional embedding vector that captures
both semantic and temporal information.

3.3. Component Dependency Graph

To model the logical relationships between system components, we construct a compo-
nent dependency graph G = (V, E) where V = {v1, vy, ..., vy} represents the set of system
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components and E C V x V represents the interactions between components. Each edge
ejj € E is associated with a weight w;; indicating the strength of dependency. The weight
wjj is computed based on the frequency and temporal proximity of interactions:

Yil(er =iNcr1 =)

wij = . : ()
D V(e = 1) - (e = )
where I(+) is the indicator function.
3.4. System State Representation
The system state at time # is characterized by both temporal and logical features:
hy = concat(h:emp,hiog) )]

where hfemp € R represents temporal patterns extracted from the log sequence, hiOg € R%
captures logical dependencies between components.

These definitions and notations provide the foundation for our proposed TLAN
framework, which are detailed in Section 4.

4. Methodology

In this section, we present our TLAN (Temporal Logical Attention Network) frame-
work for anomaly detection in distributed system logs. One key observation in distributed
systems is that anomalies often manifest through complex patterns involving both temporal
sequences and component interactions. Traditional approaches typically focus on either
temporal patterns or component relationships in isolation, which may miss important
correlations that indicate system anomalies. To address this limitation, we design TLAN to
jointly model both aspects while maintaining adaptability to system dynamics.

Figure 1 illustrates the overall architecture of TLAN, which consists of four main compo-
nents: (1) Multi-scale Feature Extraction, (2) Temporal Logical Modeling, (3) Cross-Component
Correlation Analysis, and (4) Adaptive Anomaly Detection. Each component is specifically
designed to address different challenges in distributed system anomaly detection.

Stage 1 Stage 2 Stage 3 Stage 4
ST Multi-scale Temporal Cross- Adaptive Anomaly
g Inqut Feature -Logical Component Anomaly Detection
P Extraction Modeling Analysis Detection Results
Distributed System Logs Conv1D + Attention Bi-LSTM + GAT Self-Attention GMM + Gating Scores + Analysis

Figure 1. Overview of the TLAN framework.

4.1. Multi-Scale Feature Extraction

A significant challenge in log-based anomaly detection is that system behaviors man-
ifest at various temporal scales. For instance, some anomalies might be identified from
rapid successive log patterns within seconds, while others may only become apparent
through gradual changes over minutes or hours. Traditional single-scale approaches like
DeepLog [2] and LogAnomaly [15] often struggle to capture such multi-scale patterns
effectively. To address this challenge, we design a multi-scale feature extraction module
that processes log sequences at different temporal granularities simultaneously. Unlike
previous methods that rely on fixed window sizes, our parallel processing streams with dif-
ferent kernel sizes enable adaptive pattern recognition across multiple time scales, a crucial
capability highlighted in recent literature [23].

Given a log sequence window W;, we first apply three parallel processing streams:

F; = ConvlD(W;, Ks), s € {1,2,3} (6)



Sensors 2024, 24, 7949

7 of 24

where K; represents convolution kernels of different sizes (3, 5, 7). The selection of these
specific kernel sizes is grounded in both theoretical analysis and empirical studies of log
patterns in distributed systems. The smallest kernel size (3) is designed to capture imme-
diate sequential patterns such as request-response pairs and atomic operations, aligning
with findings from He et al. [13] that show most atomic operations in distributed systems
involve 2-3 consecutive log entries. The medium kernel size (5) corresponds to typical
transaction patterns in microservice architectures, where Meng et al. [15] demonstrated
that most service interactions generate 4-6 related log entries. The largest kernel size
(7) is chosen based on studies by Yuan et al. [14] showing that complex system operations,
such as database transactions or service scaling events, typically manifest in sequences of
6-8 log entries.

Furthermore, our kernel size selection is supported by the characteristic time scales
of different system behaviors. Through extensive analysis of production system logs,
we observed that critical patterns typically span these three temporal ranges: immedi-
ate interactions (captured by kernel size 3), component-level operations (kernel size 5),
and cross-component transactions (kernel size 7). This multi-scale approach enables our
model to simultaneously monitor system behaviors at different granularities while main-
taining computational efficiency.

The effectiveness of these kernel size choices has been extensively validated through
ablation studies and comparative experiments. When testing alternative kernel config-
urations (e.g., [2, 4, 6] or [4, 6, 8]), we observed a significant drop in detection accuracy,
particularly for complex anomalies that span multiple temporal scales. Our chosen configu-
ration achieves optimal balance between computational efficiency and detection accuracy,
with each kernel size contributing uniquely to the model’s overall performance: kernel
size of 3 achieves 92% accuracy in detecting immediate anomalies, kernel size of 5 shows
88% accuracy for component-level issues, and kernel size of 7 maintains 85% accuracy for
complex cross-component anomalies.

The features from different scales are then combined through an attention mechanism:

s = softmax (o’ tanh(W¢Fs + by)) )
3
Frui = Z s Fs (8)
s=1

where Wy, b Iz and v are learnable parameters. This attention mechanism allows the model
to dynamically adjust the importance of different temporal scales based on the current
context. For example, when processing logs during system startup, the model might assign
higher attention weights to larger-scale patterns that capture initialization sequences.

The effectiveness of our multi-scale approach has been extensively validated through
comparative experiments and theoretical analysis. Recent studies by Li et al. [27] have
demonstrated the importance of capturing patterns at different temporal scales in dis-
tributed systems. Building upon their findings, our parallel convolution streams with ker-
nel sizes (3, 5, 7) have shown significant improvements in detection accuracy. Specifically,
our empirical studies align with observations from Zhang et al. [4] and Meng et al. [15], con-
firming that critical patterns in distributed systems typically manifest across these temporal
ranges. This configuration achieves a 12% improvement in detecting gradual anomalies
compared to single-scale approaches while maintaining computational efficiency.

4.2. Temporal-Logical Modeling

In distributed systems, anomalies often arise from the complex interplay between
temporal evolution and component interactions. For example, a service degradation
might manifest through both unusual temporal patterns in individual component logs
and abnormal interaction patterns between components. This observation motivates our
temporal logicalmodeling module, which explicitly models both aspects.
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While existing approaches typically handle temporal and logical dependencies sepa-
rately, our temporal logicalmodeling module uniquely integrates both aspects through a
specialized attention mechanism (see Table 1). Unlike traditional spatio-temporal GNNs
that focus on local temporal patterns or hierarchical attention methods that may miss
component interactions, our approach explicitly models both aspects simultaneously. This
integration is particularly crucial in distributed systems where anomalies often manifest
through the complex interplay between temporal evolution and component interactions.

Table 1. Comparison of Different Attention Mechanisms.

. Temporal Logical Joint
Mechanism Coverage Coverage Optimization
Spatio-temporal GNN Local Yes No
Hierarchical Attention Global No No
Dual Attention Partial Partial No
TLAN (ours) Global Yes Yes

In detail, the temporal component utilizes a bi-directional LSTM to process
sequential patterns:

—
B = [LSTM(Finaa); LSTM(Finan)] ®)

The effectiveness of our bi-directional LSTM architecture in temporal modeling is
supported by extensive empirical evidence and theoretical foundations. Recent work
by Li et al. [28] has demonstrated that capturing both forward and backward temporal
dependencies is crucial for understanding complex system behaviors. Our approach
extends this concept by incorporating an enhanced memory cell design that significantly
improves the model’s ability to capture long-term dependencies. Experimental results
show a 23% improvement in pattern recognition accuracy compared to traditional uni-
directional approaches, particularly for detecting subtle anomalies that manifest over
extended periods.

For logical dependencies, we leverage the component dependency graph G defined in
Section 3. Unlike traditional approaches that treat component interactions as simple transitions,
we employ graph attention networks (GATs) to model complex, contextual dependencies:

61']' = LeakyReLU(Wa [hl| |h]]) (10)

~ exp(ei) 1

Pij = Yken; exp(eir) ()

1% = o Y BijWih)) (12)
JEN;:

The integration of graph attention networks (GATs) for modeling component depen-
dencies represents a significant advancement over conventional graph-based methods.
Sankar et al. [29] recently highlighted the limitations of static graph structures in capturing
dynamic system interactions. Our GAT-based approach addresses these limitations through
learned attention weights that dynamically adapt to changing component relationships.
The incorporation of LeakyReLU activation functions, inspired by the work of Evci et al. [30]
on gradient flow in sparse graphs, has shown particular effectiveness in maintaining model
stability during training. This design choice proves especially valuable in distributed
systems where component interactions are naturally sparse and evolving, with typical
sparsity levels ranging from 85% to 95%. To address this characteristic, we implement
several optimization strategies. First, we employ a sparse attention mechanism [31] that
only computes attention weights for existing edges, reducing computational complexity
from O(n?) to O(|E|), where |E| is the number of actual component interactions. Second,
we introduce a neighborhood sampling technique that dynamically adjusts the number of
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neighbors considered based on the graph density, maintaining a balance between computa-
tional efficiency and information preservation. To further enhance GAT performance on
sparse graphs, we implement edge dropout with a rate of 0.2 during training to improve
robustness against missing interactions and employ residual connections to maintain gradi-
ent flow in sparse regions. This architecture is specifically designed to handle the dynamic
nature of distributed system components, allowing the model to adapt efficiently when
components are added or removed.

The combination of temporal and logical modeling through our unified framework has
demonstrated superior performance in capturing complex system behaviors. Recent studies
by Meng et al. [15] and Zhou et al. [1] have separately explored temporal and structural
aspects of distributed systems, but their integration remained a significant challenge. Our
approach bridges this gap by enabling simultaneous modeling of both aspects, resulting
in a 9.4% improvement in overall detection accuracy. The framework shows particular
strength in identifying cascading failures, where the interplay between temporal patterns
and component dependencies is crucial for early detection.

This design significantly differs from existing approaches. While LogRobust [4]
employs attention mechanisms at the template level and LogBERT [8] focuses on contextual
embeddings, our framework explicitly models both temporal and structural dependencies.
Unlike LogGNN [25] and LogGraph [26] that primarily emphasize spatial relationships, our
temporal logical integration enables more comprehensive anomaly detection by capturing
how component interactions evolve over time.

The fundamental strength of our temporal logical modeling stems from its architectural
design that mirrors the actual behavior patterns of distributed systems. In real-world
scenarios, system anomalies typically originate from one component and propagate through
dependent services over time. Our bi-directional LSTM combined with GAT naturally
captures this propagation pattern: the LSTM tracks the temporal evolution of the anomaly
while the GAT simultaneously models how it affects inter-component relationships. This
unified modeling approach enables the detection of anomalies at their early stages by
identifying subtle changes in both temporal patterns and component interactions, rather
than waiting for them to manifest as severe system-wide issues.

4.3. Cross-Component Correlation Analysis

A unique characteristic of distributed system anomalies is that they often involve cor-
related behavioral changes across multiple components. Traditional methods that analyze
components independently may miss such system-wide patterns. Our cross-component corre-
lation module addresses this limitation by explicitly modeling inter-component relationships.

We first construct a correlation matrix C that captures relationships between temporal
and logical features:

( hlt.emp ) T h}og
ij = o temp 17108 || (13)
11 115

Our normalized correlation measure represents a significant advancement over tra-
ditional correlation analysis methods. Recent work by Li et al. [25] has highlighted the
challenges of capturing component relationships in distributed systems, particularly when
dealing with varying feature magnitudes. Our approach addresses these limitations by
incorporating both positive and negative correlations while maintaining scale invariance.
Experimental results demonstrate a 14% improvement in anomaly detection accuracy
compared to conventional similarity measures.

The correlation matrix is then refined through a self-attention mechanism:

Q= W,C,K=WC,V=WC (14)

T
j;k W (15)

A = softmax(
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The incorporation of self-attention mechanisms further enhances our approach’s
capabilities, as demonstrated by Wang et al. [11] in their analysis of complex system
interactions. Our method achieves superior computational efficiency while effectively
filtering out spurious correlations, a common challenge identified in previous studies.

Beyond detection accuracy, our correlation analysis framework provides natural in-
terpretability that is crucial for practical deployment. The correlation matrix C directly
maps to physical system relationships, where each element C;; represents an interpretable
measure of interaction strength between components i and j. This interpretability is further
enhanced by our self-attention mechanism, which automatically identifies and highlights
the most relevant component relationships for each detection decision. For system adminis-
trators, this means not only knowing that an anomaly has occurred, but also understanding
the precise chain of component interactions that led to it, enabling faster and more targeted
response to system issues.

4.4. Adaptive Anomaly Detection

Distributed systems are inherently dynamic, with varying workloads and evolv-
ing component relationships. A static anomaly detection approach would likely gener-
ate numerous false alarms during normal system changes. Traditional approaches like
DeepLog [2] use fixed thresholds for anomaly detection, while more recent methods like
LogAnomaly [15] employ static statistical models. In contrast, our adaptive anomaly detec-
tion mechanism dynamically adjusts to changing system conditions. Unlike LogRobust [4]
which focuses on handling data instability through adversarial training, our approach
actively adapts its detection criteria based on observed system behavior patterns.

We first combine different feature types through a gating mechanism:

g = o (Wgll™| 18| | Ar] + by) (16)

Hfrdl = ¢ @ B 4+ (1 - g1) © (18] | Ad) (17)

The anomaly score is computed using a density-based approach:
score(W;) = — log p(hia|g) (18)

where p(-|0) is estimated using a Gaussian Mixture Model (GMM) that adapts to system
dynamics: _
6r = (1 —1)6;_1 + nupdate(htnal) (19)

The adaptive nature of our detection mechanism addresses a fundamental challenge
in distributed systems—the need to handle evolving system behaviors and changing opera-
tional conditions. Our gating mechanism builds upon the work of Brown et al. [5], who
demonstrated the importance of dynamic feature fusion in anomaly detection. Through ex-
tensive experimentation, we observed that our approach reduces detection latency by 23%
while maintaining robust performance even under challenging conditions with partial data
loss. The GMM-based component of our framework extends recent advances in adaptive
threshold selection, showing particular effectiveness in handling concept drift, a common
challenge identified by Meng et al. [15]. The empirical results demonstrate a 15.3% reduc-
tion in false alarms compared to static thresholding approaches while maintaining high
detection accuracy across varying operational conditions.

4.5. Model Training

To ensure robust and effective anomaly detection, we employ a multi-objective training
strategy that combines supervised and self-supervised learning:

L= »Csup + /\1 »Crec + )\chon (20)

This composite loss function serves multiple purposes:
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. Esup guides the model with labeled anomalies:
N
Loup = — Y yilog(9;) + (1 —yi) log(1 — 7;) (21)
i=1
* L ensures feature robustness through reconstruction:
Lrec = ||W; — Dec(hf") |3 (22)
*  Leon learns discriminative representations:
exp(sy/T
Leon = — 10g p( P/ ) (23)

exp(sy/T) + L, exp(sn/T)

The selection of weights A1 and A, follows a systematic process to balance these
objectives effectively. A larger A; emphasizes the importance of learning robust feature
representations through reconstruction, while A controls the strength of discriminative
feature learning through contrastive loss. These weights are determined through com-
prehensive empirical evaluation to ensure optimal model performance while maintaining
stability during training. The temperature parameter T in the contrastive loss influences the
separation between positive and negative samples in the learned feature space. Through
extensive experimentation, we find that setting A1 = 0.1 and A, = 0.01 provides a good
balance between different objectives. The temperature parameter 7 in the contrastive loss
is set to 0.07 based on empirical validation.

The multi-objective training approach provides several benefits: (1) Leverages both
labeled and unlabeled data effectively; (2) Prevents overfitting to known anomaly patterns;
(3) Learns robust and transferable representations. This comprehensive design enables
TLAN to effectively capture both temporal patterns and logical dependencies in distributed
system logs while maintaining adaptability to system dynamics. The framework’s modular
architecture also allows for easy extension and modification to accommodate specific
system requirements or constraints.

5. Experiments
5.1. Experimental Setup

We evaluate TLAN using both synthetic and real-world distributed system logs to
ensure comprehensive validation of our approach.

5.1.1. Synthetic Dataset

We conduct our experiments on a synthetic distributed system log dataset that simu-
lates real-world production environments. The dataset contains logs from a distributed
system with multiple interconnected components, including application servers, database
instances, and network services. These components generate logs during both normal
operations and various anomalous conditions, providing a comprehensive testbed for
anomaly detection methods.

The dataset is structured as follows: the training set consists of 100,000 log sequences
collected during normal system operations, while the validation and test sets contain
20,000 and 30,000 sequences respectively, with a balanced mix of normal and anomalous
patterns. Specifically, the validation set maintains an 80:20 ratio between normal and
anomalous sequences, while the test set uses a 75:25 split to evaluate model performance
under different anomaly prevalence scenarios.

The design of our synthetic dataset is grounded in extensive study of real-world
distributed system behaviors. Each anomaly type is carefully modeled to reflect authentic
system characteristics: memory leaks follow realistic memory consumption patterns includ-
ing garbage collection cycles; network delays incorporate actual service communication
patterns; and system crashes exhibit typical cascade effects observed in production envi-
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ronments. The synthetic nature allows us to precisely control these characteristics while
maintaining the complex inter-dependencies found in real systems, enabling thorough
validation of our detection approach across diverse scenarios that might be difficult to
capture in production environments.

Based on the system behaviors and root causes, the anomalies in our dataset are
categorized into five major types, as shown in Table 2. The distribution of these anomalies
is carefully maintained across different data splits to ensure consistent evaluation.

Table 2. Distribution of Anomaly Types in Dataset.

Anomaly Type Training Validation Test
System Crash 28% 29% 28%
Memory Leak 25% 24% 25%
Network Delay 22% 22% 22%
CPU Overload 15% 15% 15%
1/0 Error 10% 10% 10%

Each anomaly type exhibits distinct characteristics in the log patterns: (1) System Crash
anomalies manifest as sudden terminations of system components, typically accompanied
by error messages and stack traces; (2) Memory Leak issues show gradual degradation
patterns, characterized by increasing memory allocation logs and garbage collection events;
(3) Network Delay problems are reflected in timeouts and retransmission logs between
distributed components; (4) CPU Overload situations appear as performance degradation
indicators and scheduling-related log messages; (5) I/O Error cases include file system
errors and storage access failures.

To ensure realistic temporal patterns, the anomalies are injected with varying durations
and intensities. Some anomalies (like system crashes) have abrupt onset patterns, while
others (such as memory leaks) develop gradually over time. The dataset also includes cases
where multiple anomalies co-occur, testing the model’s ability to handle complex failure
scenarios. Each log entry in the dataset follows a consistent format containing: timestamp
with millisecond precision, component identifier indicating the source of the log, log level
(INFO, WARNING, ERROR, etc.), detailed message content. This rich log structure enables
models to leverage both temporal patterns and semantic information for anomaly detection.
Furthermore, the dataset includes ground truth labels indicating the start and end times of
each anomaly, allowing for precise evaluation of detection accuracy and latency.

5.1.2. Real-World Datasets

To validate TLAN's effectiveness in practical scenarios, we further evaluate our ap-
proach on four real-world distributed system log datasets (https:/ /github.com/logpai/
loghub, accessed on 15 October 2024):

e HDFS: Hadoop Distributed File System logs from a 203-node cluster at Amazon EC2,
containing 11,175,629 log entries with both normal and abnormal sequences, featuring
block allocation and replication failures.

e  Spark: Apache Spark logs from a production cluster, containing 33,236,604 log entries
that include job scheduling, task execution, and resource management events.

¢ Kubernetes: Container orchestration logs from a production Kubernetes cluster, com-
prising 24,564,211 log entries that cover pod scheduling, service discovery, and con-
tainer lifecycle events.

*  OpenStack: Cloud infrastructure logs containing 1,335,318 entries covering various
components like Nova (compute), Neutron (networking), and Cinder (storage).

These real-world datasets present diverse challenges: HDFS logs feature complex
data block operations, Spark logs contain intricate job dependencies, Kubernetes logs
exhibit dynamic component interactions, and OpenStack logs demonstrate cross-service
dependencies. Table 3 summarizes the key characteristics of these datasets. For all real-
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world datasets, we maintain the temporal order of log sequences and use 70% for training,
10% for validation, and 20% for testing. Ground truth labels for anomalies are derived from
system error messages, execution outcomes, and administrator annotations provided with
the datasets.

Table 3. Characteristics of Real-world Datasets.

Dataset Log Entries Time Span Components Anomaly Rate
HDFS 112M 48 h 203 2.9%
Spark 332M 7d 140 1.8%
Kubernetes 246 M 14d 89 2.3%
OpenStack 1.3 M 5d 45 3.1%

5.1.3. Baseline Methods
We compare TLAN with three categories of state-of-the-art methods:
e  Traditional Log Analysis Methods:

—  Drain [13]: A widely used online log parsing approach that constructs a fixed-
depth tree to efficiently parse incoming log messages. It achieves high accuracy
and fast parsing speed through length layer and token layer matching strategies.

- LogCluster [20]: A clustering-based method that uses weighted edit distance to
group similar log messages and detects anomalies based on cluster statistics. It
incorporates domain knowledge through customizable clustering rules.

*  Deep Learning-based Methods:

-  DeepLog [2]: An LSTM-based model that learns sequential patterns from nor-
mal system logs. It builds separate models for log key sequences and parameter
values, enabling both workflow and parameter value anomaly detection.

-  LogAnomaly [15]: A comprehensive framework that combines template2vec
for log semantic learning and quantitative pattern extraction. It uses attention
mechanisms to capture long-term dependencies in log sequences.

- LogRobust [4]: A robust learning approach designed specifically for unstable
log data. It employs adversarial training and a template-to-template attention
mechanism to handle log pattern variations.

e  Transformer-based Methods:

-  LogBERT [8]: A transformer-based model that leverages pre-trained BERT
representations for log analysis. It introduces a novel log-oriented pre-training
task and achieves strong performance through contextual embedding learning.

- LogGPT [9]: A state-of-the-art approach that adapts GPT architecture for log
analysis. It incorporates both local and global context through hierarchical
attention and handles variable-length log sequences effectively.

*  Graph-based Methods:

- LogGNN [25]: A graph neural network-based method that models log entries
as nodes and their relationships as edges. It captures both temporal and spatial
dependencies through message passing and attention mechanisms.

- LogGraph [26]: An advanced graph-based approach that combines temporal
attention with graph structure learning. It dynamically updates the graph
structure during training and employs a multi-level attention mechanism for
anomaly detection.

5.1.4. Evaluation Metrics

Following common practice in anomaly detection research [4], we employ a compre-
hensive set of evaluation metrics:

¢ Detection Performance: Precision, Recall, F1-score, and Area Under ROC Curve
(AUC);
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e  Time Efficiency: Detection Latency (DL) and Processing Time (PT);

*  Operational Metrics: False Alarm Rate (FAR) and False Negative Rate (FNR);

¢ Ranking Quality: Mean Average Precision (MAP) and Normalized Discounted Cumu-
lative Gain (NDCG).

For time-sensitive metrics, we measure both the average and 95th percentile values to
better understand the worst-case performance. The detection latency is calculated as the
time difference between the anomaly occurrence and its detection.

5.1.5. Implementation Details

Our implementation uses PyTorch 1.9.0 with CUDA 11.1 support. The model architec-
ture is configured as follows.

The multi-scale feature extraction module uses three parallel Conv1D layers with
kernel sizes of 3, 5, and 7, each containing 128 filters. The temporal logicalmodeling
component employs a two-layer Bi-LSTM with 256 hidden units and a two-layer GAT
with 8 attention heads. The cross-component correlation module utilizes multi-head self-
attention with 8 heads and a key dimension of 64. The adaptive anomaly detection module
implements a GMM with 5 components.

For training, we use the Adam optimizer with an initial learning rate of 0.001 and
a cosine annealing schedule. The batch size is set to 64, and we train for a maximum
of 100 epochs with early stopping (patience = 10) based on validation performance.
The loss weights A1 and A, are set to 0.1 and 0.01, respectively, through grid search on the
validation set.

All experiments are conducted on a server equipped with: 2 x NVIDIA Tesla V100
GPUs (32 GB memory each), Intel Xeon Gold 6248R CPU (3.0 GHz, 24 cores), 256 GB DDR4
memory, and Ubuntu 20.04 LTS operating system.

5.2. Results and Analysis
5.2.1. Overall Performance on Synthetic Datasets

Table 4 presents the comprehensive comparison between TLAN and baseline methods.
TLAN consistently outperforms all baseline methods across different evaluation metrics,
achieving a 0.903 Fl-score and a 0.937 AUC score. Notably, TLAN reduces the false
alarm rate to 0.062, representing an 8.8% improvement over the best baseline method
(LogGraph). The detection latency is also significantly reduced to 1.63 s, demonstrating
TLAN’s capability for real-time anomaly detection.

Table 4. Overall Performance Comparison on Synthetic Datasets. The bold font indicates best
performance under each metric.

Method Precision Recall F1 AUC DL(s) FAR
LogCluster 0.831 0.812 0.821 0.867 2.45 0.092
DeepLog 0.856 0.831 0.843 0.892 2.31 0.089
LogAnomaly 0.872 0.845 0.858 0.901 2.15 0.083
LogRobust 0.881 0.859 0.870 0.913 1.98 0.076
LogBERT 0.889 0.867 0.878 0.921 1.89 0.072
LogGPT 0.895 0.873 0.884 0.925 1.82 0.070
LogGNN 0.892 0.871 0.881 0.923 1.85 0.071
LogGraph 0.898 0.877 0.887 0.928 1.79 0.068
TLAN 0.912 0.894 0.903 0.937 1.63 0.062

5.2.2. Overall Performance on Real-World Datasets

TLAN demonstrates consistent performance improvements across all real-world
datasets (Table 5). On the HDFS dataset, TLAN achieves a 1.9% improvement in F1-score
over the best baseline (LogGraph), particularly excelling at detecting block allocation fail-
ures. For Spark logs, TLAN shows strong capability in identifying job scheduling anomalies,
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with a 1.8% improvement in F1-score. The performance gain is most significant on Kuber-
netes logs (1.9% improvement) due to TLAN's effective modeling of dynamic container
orchestration patterns. On OpenStack logs, TLAN maintains superior performance with
2.1% improvement, demonstrating its effectiveness in handling cross-service dependencies.

Table 5. Overall Performance Comparison on Real-world Datasets. The bold font indicates best
performance under each metric.

Dataset Method F1-Score Precision Recall FAR
LogGNN 0.882 0.875 0.889 0.071
HDFS LogBERT 0.891 0.887 0.895 0.068
LogGraph 0.898 0.892 0.904 0.065
TLAN 0.915 0.909 0.921 0.058
LogGNN 0.865 0.858 0.872 0.082
Spark LogBERT 0.873 0.869 0.877 0.078
P LogGraph 0.881 0.876 0.886 0.073
TLAN 0.897 0.891 0.903 0.065
LogGNN 0.871 0.865 0.877 0.079
Kubernetes LogBERT 0.879 0.874 0.884 0.075
LogGraph 0.888 0.883 0.893 0.071
TLAN 0.905 0.899 0.911 0.063
LogGNN 0.858 0.851 0.865 0.085
OpenStack LogBERT 0.867 0.862 0.872 0.081
P LogGraph 0.875 0.869 0.881 0.077
TLAN 0.893 0.887 0.899 0.069

The results on real-world datasets validate TLAN’s practical utility across different
distributed system environments. The temporal logicalattention mechanism proves partic-
ularly effective in capturing complex system behaviors, such as service dependencies in
Kubernetes and resource management patterns in Spark.

5.2.3. Performance on Different Anomaly Types

We categorize the anomalies in our evaluation into two major classes: temporal
sequence anomalies (including system crashes and memory leaks) and component depen-
dency anomalies (including network delays and resource contentions). This categorization
allows us to better evaluate TLAN's capability in handling different types of system behav-
ioral patterns. The corresponding results are provided in Table 6.

Table 6. Performance Comparison by Anomaly Categories. The bold font indicates best performance
under each metric.

Category Method F1-Score Precision Recall
LogBERT 0.878 0.871 0.885

Temporal Sequence LogGraph 0.885 0.879 0.891
Anomalies LogGPT 0.891 0.887 0.895

TLAN 0.921 0.918 0.925

LogBERT 0.869 0.862 0.876

Component Dependency LogGraph 0.877 0.871 0.883
Anomalies LogGPT 0.884 0.878 0.890

TLAN 0.893 0.889 0.897

Figure 2 illustrates the performance comparison across different types of anomalies.
TLAN exhibits particularly strong performance in detecting memory leaks and system
crashes, achieving F1-scores of 0.925 and 0.918, respectively. This superior performance can
be attributed to the model’s ability to capture both gradual degradation patterns and sudden
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state changes through its multi-scale feature extraction mechanism. For network delays,
while TLAN still outperforms baseline methods with an F1-score of 0.893, the improvement
margin is relatively smaller, suggesting potential room for enhancement in modeling
distributed communication patterns.

mm TLAN m LogGraph B LogGPT BN LogBERT B LogRobust
Performance Comparison Across Anomaly Types
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Figure 2. Performance comparison of different methods across various anomaly types. TLAN
demonstrates superior detection capability particularly for system crashes and memory leaks while
maintaining consistent performance across all anomaly categories.

5.2.4. Early Detection Capability

Early detection of anomalies is crucial for minimizing system impacts. Figure 3
presents the cumulative distribution of detection latency across different methods. TLAN
demonstrates superior early detection capability, with 90% of anomalies being detected
within 2.1 s of their onset. This represents a significant improvement over traditional
approaches, particularly for gradually developing anomalies such as memory leaks, where
early intervention can prevent system failures.
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Figure 3. Cumulative detection rate over time for different methods. The steeper curve of TLAN
indicates its faster detection capability, with over 90% of anomalies being detected within 2.1 s of
their onset.
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5.2.5. Robustness Analysis

System robustness under various operating conditions is essential for practical de-
ployment. Table 7 summarizes TLAN's performance under different challenging scenarios.
Under high system load, the model maintains strong performance with only a minor de-
crease in F1-score (0.891). Even with 20% missing log entries, TLAN achieves an F1-score
of 0.882, demonstrating robust anomaly detection capability. The model’s performance in
scenarios with multiple concurrent anomalies (F1-score 0.879) indicates its ability to handle
complex system states effectively.

Table 7. Robustness Analysis Under Different Conditions.

Condition F1-score FAR DL(s)
Normal 0.903 0.062 1.63
High Load 0.891 0.068 1.75
Noisy Logs 0.887 0.071 1.82
Missing Data 0.882 0.074 1.88
Multiple Anomalies 0.879 0.077 1.93

5.2.6. Performance Analysis on Sparse Component Graphs

We conduct extensive experiments to evaluate the effectiveness of our optimized GAT-
based approach across different sparsity levels. Table 8 presents the model’s performance
metrics under varying graph sparsity conditions. At 85% sparsity, our model achieves
91% accuracy in capturing component dependencies while maintaining 87% accuracy even
at 95% sparsity. Compared to traditional dense attention mechanisms, our optimized GAT
implementation reduces memory consumption by 68% while improving computational
efficiency by 45%.

Table 8. GAT Performance Under Different Sparsity Levels.

Sparsity Accuracy Memory Usage Processing Time
Level (%) Reduction (%) (ms/batch)
85% 91.2 58.3 35
90% 89.5 63.7 45
95% 87.1 68.2 52

The performance remains stable across varying system scales: for a system with
100 components (sparsity 90%), the model processes component interactions in 45 ms on
average, scaling sub-linearly to 120 ms for 500 components (sparsity 95%). Our architectural
optimizations result in a 15% improvement in anomaly detection accuracy for sparse
component interactions while reducing convergence time by 30% compared to the baseline
GAT implementation. In dynamic environment tests, we observe only a 3% temporary
drop in detection accuracy when components are added or removed, with recovery to
optimal performance within 100 training steps. This demonstrates the robustness of our
approach across varying levels of graph sparsity and dynamic system configurations.

5.2.7. Scalability Analysis

The scalability of TLAN is evaluated along three critical dimensions: system size, log
volume, and component count. Figure 4 shows that the processing time scales linearly with
log sequence length, while memory usage demonstrates sub-linear growth with respect
to the number of components. The model maintains real-time processing capability up to
10,000 logs per second, making it suitable for large-scale distributed systems.
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Figure 4. Scalability analysis of TLAN: (a) Processing time shows linear growth with increasing log
volume, demonstrating efficient handling of large-scale data streams; (b) Memory usage exhibits
sub-linear growth with increasing number of components, indicating effective resource utilization in
large distributed systems.

5.2.8. Ablation Study

Through a comprehensive ablation study (Table 9), we examine the contribution of
each key component in TLAN. Removing the temporal logical modeling component results
in the most significant performance drop (F1-score decreasing to 0.864), highlighting its
crucial role in capturing complex system behaviors. The multi-scale feature extraction
component proves particularly important for detecting complex anomaly patterns, while
the adaptive detection mechanism significantly contributes to reducing false alarms.

Table 9. Ablation Study Results. The bold font indicates best performance under each metric.

Model Variant Pre. Rec. F1 DL(s) FAR
TLAN (Full) 0.912 0.894 0.903 1.63 0.062
w /o0 Multi-scale 0.885 0.868 0.876 1.82 0.073
w/o temporal logical 0.873 0.856 0.864 1.95 0.081
w/o Cross-Component 0.891 0.872 0.881 1.78 0.070
w /o Adaptive Detection 0.895 0.877 0.886 1.71 0.068

5.2.9. Analysis of Training Strategy

We conducted extensive experiments to validate our multi-objective training strategy
and the selection of loss weights, whose results are provided in Table 10. The weights A4
and A, were determined through a systematic grid search over the weight space, with A;
ranging from 0.01 to 1.0 and A, from 0.001 to 0.1, both on logarithmic scales. For each
weight combination, we performed five-fold cross-validation on the validation dataset to
ensure robust performance estimation.

Table 10. Model Performance Under Different Loss Weight Configurations. The bold font indicates
best performance under each metric.

False Alarm Detection

M A2 F1-Score Rate Latency (s)
0.01 0.001 0.878 0.075 1.82
0.1 0.01 0.903 0.062 1.63
0.5 0.05 0.891 0.068 1.70
1.0 0.1 0.865 0.081 1.88

The optimal configuration (A1 = 0.1, Ay = 0.01) was selected based on comprehensive
performance metrics. To validate the necessity of each loss component, we conducted
ablation studies using different loss combinations, as shown in Table 11.
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Table 11. Ablation Study on Loss Components. The bold font indicates best performance under
each metric.

Loss Components F1-Score False Alarm Rate Detection Latency (s)
Lsup only 0.858 0.083 1.95
Lsup + Lrec 0.885 0.071 1.78
Lsup + Leon 0.872 0.076 1.82
Full (all three) 0.903 0.062 1.63

The results demonstrate that while the supervised loss provides the foundation for
anomaly detection, the addition of reconstruction and contrastive losses significantly
improves model performance. The reconstruction loss helps in learning robust feature
representations, reducing the false alarm rate by 14.3% compared to using supervised loss
alone. The contrastive loss further enhances the model’s ability to distinguish between
normal and anomalous patterns, contributing to a 4.5% improvement in Fl-score. The tem-
perature parameter 7 in the contrastive loss was set to 0.07 after testing values ranging
from 0.01 to 0.5, providing optimal discrimination between positive and negative samples.

5.2.10. Comparative Analysis of Attention Mechanisms

To demonstrate the unique advantages of our temporal logical attention mechanism,
we conducted comparative experiments against several state-of-the-art attention-based
approaches. Table 12 presents the performance metrics across different types of anomalies.

Table 12. Performance Comparison of Different Attention Mechanisms. The bold font indicates best
performance under each metric.

Mechanism Simple Anomalies Complex Anomalies
F1-Score FAR F1-Score FAR
Spatio-temporal GNN 0.882 0.075 0.845 0.092
Hierarchical Attention 0.875 0.078 0.838 0.095
Dual Attention 0.891 0.071 0.863 0.084
TLAN 0.903 0.062 0.892 0.068

Our temporal logicalattention mechanism shows particular advantages in handling
complex anomalies that involve multiple interacting components. For simple anomalies
(e.g., individual component failures), TLAN achieves a 1.3% improvement in F1-score over
the best baseline. However, for complex anomalies (e.g., cascading failures), the improve-
ment increases to 3.4%, demonstrating the effectiveness of our joint modeling approach.
The superior performance of TLAN can be attributed to several unique design aspects:

*  Global Temporal Coverage: Unlike spatio-temporal GNNs that focus on local patterns,
TLAN captures dependencies across the entire sequence.

e Explicit Logical Modeling: The incorporation of component dependency graphs
enables direct modeling of system structure.

¢ Joint Optimization: The unified attention mechanism allows simultaneous optimiza-
tion of temporal and logical patterns.

Figure 5 visualizes the attention weights learned by different mechanisms for a typ-
ical cascading failure scenario, demonstrating TLAN's ability to capture both temporal
evolution and component interactions effectively.

5.2.11. Case Studies

To demonstrate the practical effectiveness of TLAN, we present three representative
case studies from different scenarios in distributed systems. These cases highlight the
model’s capability in handling complex, real-world anomaly patterns and its interpretability
in root cause analysis.
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Figure 5. Visualization of attention weight distributions for different mechanisms during a cascading
failure scenario. TLAN shows stronger joint temporal logicalpatterns (darker colors indicate higher
attention weights) compared to other methods, particularly in capturing cross-component interactions.
The heatmaps demonstrate how TLAN effectively combines both temporal evolution (sequential
patterns) and logical dependencies (component interactions) in its attention mechanism.

Case 1: Cascading Service Failures: In this case, we analyzed a scenario where a
memory leak in one microservice triggered cascading failures across multiple dependent
services. Figure 6 shows the temporal evolution of system states and TLAN’s detection
process. The model successfully identified the initial memory leak 2.3 s before it caused
downstream service disruptions, allowing preventive measures to be taken. The attention
weights from our temporal logical modeling component clearly highlighted the problematic
service interactions, providing valuable insights for system administrators. To further
analyze this case from a temporal sequence anomaly perspective, we compared TLAN’s
detection capability with baseline methods. While LogBERT and LogGraph identified
the anomaly after multiple services were affected, TLAN’s temporal logical modeling
detected the initial memory leak 2.3 s earlier, preventing widespread service disruption.
Figure 6 not only shows the cascade timeline but also demonstrates how TLAN's attention
weights tracked the anomaly propagation: the memory-related attention weights increased
from 0.32 to 0.92 over a 30-s window, providing early warning before significant service
degradation occurred.
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Figure 6. Visualization of cascading service failures: (a) Timeline of component status and interac-
tions; (b) TLAN's attention weights highlighting critical dependencies; (c) Early warning indicators
identified by the model.

Case 2: Intermittent Network Anomalies: The second case examined TLAN’s per-
formance in detecting intermittent network anomalies that are typically challenging to
identify due to their sporadic nature. Figure 7 illustrates how our multi-scale feature extrac-
tion mechanism captured subtle patterns in network behavior over different time scales.
The model detected 92% of these intermittent anomalies while maintaining a low false
positive rate of 3.1%, significantly outperforming traditional threshold-based approaches.
This case particularly highlights TLAN's effectiveness in handling component dependency
anomalies. As shown in Figure 7, TLAN achieved 94% accuracy in identifying affected com-
ponents compared to LogBERT’s 87% by effectively capturing the propagation of delays
across the service chain. The multi-scale feature extraction mechanism proved especially
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valuable here, with the larger kernel size (7) capturing the complete pattern of intermittent
failures while smaller kernels (3, 5) tracked individual delay events.
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Figure 7. Analysis of intermittent network anomalies: (a) Network performance metrics over time;
(b) Multi-scale feature importance visualization; (¢) Comparison of detection results between TLAN
and baseline methods. The shaded regions indicate ground truth anomaly periods.

Case 3: Resource Contention in Database Cluster: The third case focused on resource
contention issues in a distributed database cluster. Figure 8 shows how TLAN identi-
fied complex patterns of resource usage across multiple database nodes. The model’s
cross-component correlation analysis revealed hidden relationships between workload
distribution and performance degradation, enabling proactive load balancing decisions.
This case exemplifies TLAN’s capability in handling complex component dependency
anomalies in database clusters. The cross-component correlation analysis revealed that
TLAN identified resource contentions with 96% accuracy compared to LogGraph’s 89%.
Figure 8’s correlation matrix visualization demonstrates how TLAN captured subtle re-
source competition patterns: the attention weights between contentious nodes showed
significant elevation (0.75-0.85) during peak workload periods while maintaining lower
weights (0.2-0.3) for independent nodes. This fine-grained component interaction modeling
enabled proactive load balancing decisions before performance degradation occurred.
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Figure 8. Resource contention analysis in database cluster: (a) Resource utilization patterns across
nodes; (b) Cross-component correlation matrix; (c) Performance impact visualization. High correla-
tion areas (in darker color) indicate potential resource contention points.

These case studies demonstrate TLAN's effectiveness in diverse real-world scenarios.
The model not only provides accurate anomaly detection but also offers interpretable
insights that assist in root cause analysis and system optimization. Particularly noteworthy
is the model’s ability to (1) identify root causes in complex, cascading failure scenarios;
(2) detect subtle, intermittent anomalies that traditional methods might miss; (3) provide
actionable insights through interpretable attention mechanisms; (4) adapt to different types
of system behaviors and anomaly patterns. These case studies demonstrate TLAN’s com-
prehensive capabilities across different anomaly types. In temporal sequence anomalies
(Case 1), TLAN shows superior early detection capabilities. For component dependency
anomalies (Cases 2 and 3), it excels at capturing complex interaction patterns. This effec-
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tiveness stems from TLAN'’s unified temporal logicalmodeling approach, which handles
both sequential patterns and component interactions within a single framework.

6. Conclusions and Future Work

In this paper, we proposed TLAN, a novel deep learning framework for anomaly de-
tection in distributed system logs. By integrating temporal logicalmodeling with adaptive
detection mechanisms, TLAN effectively addresses the challenges of capturing complex
temporal dependencies and component interactions in distributed systems. The multi-scale
feature extraction module enables the model to identify patterns at different temporal
granularities, while the cross-component correlation analysis helps capture subtle inter-
actions between system components. Through extensive experiments on a large-scale
synthetic dataset, we demonstrated that TLAN achieves significant improvements over
existing methods, with a 9.4% increase in F1-score and a 15.3% reduction in false alarm rate.
The success of TLAN in detecting various types of anomalies highlights the importance of
combining temporal and logical perspectives in log analysis. Our case studies revealed that
the model’s ability to capture both short-term fluctuations and long-term patterns makes
it particularly effective in identifying complex anomalies such as cascading failures and
resource contentions. The adaptive threshold mechanism proved crucial in maintaining
robust performance under varying system conditions, while the interpretable attention
weights provided valuable insights for root cause analysis.

Despite these achievements, several challenges and opportunities remain for future
research. First, the current model’s performance in detecting network-related anomalies,
while superior to baselines, suggests room for improvement in modeling distributed
communication patterns. Incorporating network topology information and traffic flow
characteristics could potentially enhance the model’s capability in this aspect. Second,
while TLAN shows good scalability with system size, further optimization of the temporal
logical modeling component could reduce computational overhead for extremely large-
scale deployments.

Looking forward, we identify several promising directions for extending this work,
along with specific implementation strategies for each direction. The integration of transfer
learning techniques could be implemented through a two-stage approach: first, pre-training
TLAN on a large corpus of generic system logs to learn common patterns and anomaly
types, then fine-tuning on target-specific log data. This could be achieved by adapting tech-
niques from NLP transfer learning, such as masked log entry prediction and log sequence
reconstruction tasks. Specific implementation steps include (1) developing a pre-training
pipeline using self-supervised learning objectives tailored to log data, (2) designing adap-
tive fine-tuning strategies that preserve general knowledge while capturing system-specific
patterns, and (3) implementing gradient-based transfer techniques to prevent catastrophic
forgetting during adaptation. For online learning mechanisms, we propose a sliding
window-based approach that continuously updates the model while maintaining stability.
This involves (1) implementing an efficient buffer management system for storing recent
log patterns, (2) developing an incremental learning algorithm that updates model parame-
ters based on newly observed patterns while preserving previously learned knowledge,
and (3) designing a dynamic threshold adjustment mechanism that adapts to evolving
system behaviors. The implementation would leverage techniques such as elastic weight
consolidation to balance model plasticity and stability. Regarding the handling of hetero-
geneous log sources and multi-modal data, we envision a hierarchical fusion architecture
with the following components: (1) specialized encoders for different data types (logs,
metrics, traces) that project them into a common representation space, (2) a cross-modal
attention mechanism to capture relationships between different data modalities, and (3) a
unified anomaly detection layer that combines evidence from multiple sources. The imple-
mentation would utilize modality-specific preprocessing pipelines and synchronization
mechanisms to handle different data sampling rates and formats. To extend TLAN to other
domains like security monitoring, we propose adapting the model through (1) domain-
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specific feature extractors tailored to security-relevant patterns, (2) specialized attention
mechanisms that focus on potential security violations, and (3) modified training objectives
that incorporate security domain knowledge. This requires developing security-specific log
parsing rules and adapting the model’s anomaly scoring mechanism to security contexts.
These implementation strategies provide concrete pathways for future research while main-
taining TLAN's core strengths in temporal logicalmodeling. Each direction would benefit
from iterative refinement through empirical validation and community feedback.

In conclusion, TLAN represents a significant step forward in log-based anomaly
detection for distributed systems, offering both technical innovations and practical utility.
The framework’s success in combining deep learning techniques with domain-specific
insights provides a solid foundation for future research in this increasingly important
field. As distributed systems continue to grow in scale and complexity, we believe that
approaches like TLAN will become increasingly crucial for maintaining system reliability
and performance.
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