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Abstract
Virtual blood bank is the computer-controlled, electronically linked information management system 
that allows online ordering and real-time, remote delivery of blood for transfusion. It connects the 
site of testing to the point of care at a remote site in a real-time fashion with networked computers 
thus maintaining the integrity of immunohematology test results. It has taken the advantages of 
information and communication technologies to ensure the accuracy of patient, specimen and blood 
component identification and to enhance personnel traceability and system security. The built-in 
logics and process constraints in the design of the virtual blood bank can guide the selection of 
appropriate blood and minimize transfusion risk. The quality of blood inventory is ascertained and 
monitored, and an audit trail for critical procedures in the transfusion process is provided by the 
paperless system. Thus, the virtual blood bank can help ensure that the right patient receives the 
right amount of the right blood component at the right time.
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INTRODUCTION

The term “virtual transfusion” first appeared in an editorial 
of Transfusion in 1997[1] in response to an article by Cox et 
al, on remote electronic blood release system.[2] Subsequently, 
several groups have published their experience on virtual 
blood bank[3-6] [Table 1], which is basically an extension of 
computer crossmatch with electronically controlled release 
of blood for transfusion at a remote site. The advent of 
technology and informatics has thus realized the possibility 
of real-time delivery and release of compatible and even 
unmatched blood for transfusion at remote sites and also end-
to-end electronic control of the whole transfusion process.

BACKGROUND

The antiglobulin phase of serologic crossmatch 

was traditionally considered the definitive test of 
compatibility. Subsequently, it was shown that the test 
could be omitted if no clinically significant antibody was 
detected by the antiglobulin phase in antibody screen.[7,8] 
Immediate spin was added as a safeguard against ABO 
incompatibility between the recipient serum and donor 
red cells. It was then shown that the immediate spin 
could be replaced by repeat ABO typing and computer 
checking of donor–recipient ABO compatibility before 
blood issue thus eliminating the need of testing the 
recipient serum against donor red cells.[9,10] This has led 
to the development of computer crossmatch, which is a 
combination of antibody screen, repeat ABO typing and 
electronic confirmation of ABO compatibility.

Although there is much variation in the system 
requirements for computer crossmatch in different 
countries, most blood banks require two separate ABO 
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types, which are obtained from the patient’s current 
specimen and historic record or from two specimens 
taken at two different occasions or from the current 
specimen with the ABO typing performed twice by 
different personnel or with different reagents. The 
computer logic should be able to check and validate the 
presence of (A) two concordant ABO typing results, (B) 
ABO compatibility between recipient and donor and (C) 
antibody screen negativity (with its validity set within 
a limited period of time).[11] Some systems require the 
software not to display the previous ABO typing result 
unless the current result has been entered.[12]. The 
software is tested (against the existing transfusion rules 
and different scenarios) and validated on-site before 
being put into operation. There should be appropriate 
measures to ascertain correct labeling of the donor 
units either at the blood collection service during blood 
component production or at the blood bank before its 
release for transfusion.

Computer crossmatch has paved the way for the 
development of virtual blood bank that allows the release 
of computer-crossmatched blood for transfusion at places 
away from the central blood bank and without on-site 
technical support.

NETWORKED INFORMATION MANAGE-
MENT SYSTEM FOR THE BLOOD BANK

The availability of a safe and secure networked 
information management system is yet another 
prerequisite for the development of virtual blood bank as 
it allows remote and real-time access to patient and blood 
bank information and provides paperless documentation 
and continuous monitoring of transfusion-related 
activities. It would suffice to say that the virtual blood 
bank is an extension of computer crossmatch on the 
platform of networked information management system 
and is supported by communication technology and 
laboratory automation.

Many functions of the traditional hospital transfusion 
service can extend beyond the walls of the blood bank 
and even the hospital with the use of networked and 
interfaced information management system. The blood 
bank laboratory information system (BBLIS) comprises 
the software that collects, stores, processes and distributes 

information related to and generated by the blood bank 
operations.[13] A basic requirement for transfusion safety 
is accurate identification of the patient and donor unit. 
This is facilitated by the use of portable identification 
devices such as the barcoded identification bracelet 
with one or more unique patient identifiers readable 
by a handheld barcode scanner. Barcode labeling will 
minimize the manual input of data thus eliminating 
the associated transcription errors. Barcode scanning 
can serve as an adjunct to manual checking and a 
prompt to take the operator through each step of patient 
identification. Major problems related to the use of 
barcoded identification bracelet are (A) the availability of 
equipment (barcode scanner and printer) at each point 
of care and (B) the need to remove the identification 
bracelet for patient treatment, such as during surgery. 
It is important to note that electronic control of the 
transfusion process can only help reduce, but not totally 
eliminate, human errors. It should never replace human 
thinking and should be treated only as an adjunct to 
manual checking and verification.

The BBLIS is interfaced bidirectionally with the hospital 
electronic patient record system, allowing the download 
of specimen data, patient and physician demographics, 
the upload of immunohematology test results and 
reports, and the transfer of test results from the site of 
testing to that of transfusion. The screen format should 
be made simple with minimal keyboard activity, and 
should include safety prompts for standard procedures 
to prevent the issue of incompatible or unsuitable blood 
components and to alert the user to special transfusion 
requirements. The BBLIS can be provided by a vendor or 
can be built in-house. It is, however, preferable to have 
in-house support (hematologists, clinical scientists and 
medical technologists) skilled at adapting the system 
to fit local needs and to connect more effectively to 
other information systems within the organization. The 
BBLIS helps reduce manual input or data transcription 
and, thus, paperwork and clerical errors. It can provide 
speedy results and keep accurate, up-to-date records. It 
also enables web-based connectivity between the central 
blood bank and the remote sites (satellite blood banks) 
thus opening up the possibility of virtual blood banking. 
The functions of the BBLIS are shown in Table 2.

The computer software and hardware integrity of 

Table 1: Published experience on virtual blood banks

Year Country Description Reference
1997 Australia Remote electronic blood release system Cox et al., 1997
1999 Hong Kong Operating theater blood transaction system Wong et al., 1999
2005 Hong Kong Virtual blood bank – unmatched module Wong et al., 2005
2008 United Kingdom Electronic remote blood issue Staves et al., 2008
2008 Italy Remote-controlled automatic blood storage Pagliaro et al., 2008
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the BBLIS should be ascertained and safeguarded. 
Information security and patient privacy should be 
ensured. The system design and logic should be validated 
and field tested before being put into operation, and 
revalidated particularly when there is newly added 
function, change in algorithms or rules, system upgrade 
or recovery from unscheduled downtime. It should be 
designed as a high-availability system with uninterrupted 
power supply and backup servers or even stand-alone 
database workstations. A documented manual backup 
system with the use of photocopy and facsimile and 
retrospective data entry of all transactions should be 
planned and drilled.[14] Adequate personnel training and 
carefully formulated standard operating procedures are 
essential to avoid misunderstanding and ensure smooth 
system operation. All these measures can ensure an 
uninterrupted service and maintain the information 
integrity, which are essential for a reliable and dependable 
virtual blood bank.

ELECTRONICALLY CONTROLLED REAL-
TIME REMOTE BLOOD RELEASE SYSTEM

It has been shown that most blood banks take at least 30 
min to deliver blood to the operating theater (OT), as 
measured from the time of request by OT personnel.[15] 
The delay in providing blood for transfusion at the 
point of care, particularly when it is needed urgently, 
is undesirable, and may result in overordering and 
overstocking of blood in order to safeguard against a long 
delay in blood availability. The concept of a centralized 
blood bank with crossmatch capacity and remote delivery 
and release of blood is not new and was in place even 
before the development of computer crossmatch. Triulzi 
et al, reported such a centralized transfusion service with 
a regional blood bank serving three other geographically 
separated hospitals for non-emergency transfusion.[16] 
Patient specimens collected from these satellite locations 

are sent to the central blood bank. A designated portion 
of the blood inventory at each satellite location would 
have segments removed and stored at the central blood 
bank. The segments are used as a source of donor red 
cells for serologic crossmatch, and the crossmatch result 
will be printed at the satellite location through interfaced 
BBLIS. The advantages of such a system are labor cost 
savings and quality improvement through standardization 
of best practices. Nevertheless, a stat-testing facility is 
still required on-site for handling urgent transfusion 
requests. Later, Cheng et al, implemented a self-service 
blood ordering system that required manual matching 
and checking of a computer-generated list of the serial 
numbers of all group-identical donor units available in 
the blood bank inventory.[17] Specific donor units are no 
longer assigned to surgical patients with a valid negative 
antibody screen. This is probably the first example of 
extension of computer crossmatch beyond the blood 
bank, with prompt blood release without the use of 
pneumatic tube system or on-demand and impromptu 
porter service. Other measures to bring the blood bank 
closer to the sites of transfusion include the use of 
portable blood storage refrigerator[18] and the use of a 
basket of group O Rh D-negative blood for intraoperative 
unmatched transfusion.[19]

With the advent of information technology, electronic 
control of the transfusion process has become possible. 
The virtual blood bank, which incorporates computer 
crossmatch and electronic control of blood issue/return 
at remote sites, has come into play. Characteristics and 
functions of the virtual blood bank are [Figure 1]:

Blood Storage
Appropriate numbers of donor units of different ABO 
groups are stored separately in designated compartments 
of blood storage refrigerators at the remote site according 
to the service size and transfusion requirement.

Blood Issue
Non-laboratory staff (often, the nursing staff) will go 
through identity and security check with the system 
and scan the patient’s identity when blood is required 
for transfusion. The system software will check with the 
BBLIS for the patient’s eligibility (i.e., ABO/Rh D type, 
antibody screen negativity and its validity). For non-
emergency transfusion, group-identical and electronically 
crossmatched donor units will be issued for patients with 
a negative antibody screen. The system will prevent the 
allocation of ABO non-identical blood and check the 
concordance of ABO typing results tested on different 
specimens and/or at different occasions. Some systems 
may allow the release of group-compatible donor units 
in the absence of group-identical blood, particularly at 
small remote sites where an adequate stock of donor 
units of all ABO groups may be a problem.[2] For patients 
with specific transfusion requirements such as those with 

Table 2: Functions of the blood bank laboratory 
information system

Basic functions

As a guide to test requisition
Online test order entry and enquiry
Patient and specimen identification
Specimen registration, tracking and processing
Result entry (including autoverification)
Result reporting, printing, enquiry and retrieval
Other functions

Workflow management
Blood inventory control
Workstation quality control
Real-time quality monitoring
Transfusion rules safeguarding
Information networking (e.g., test result)
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irregular antibodies, only designated donor units will 
be issued (the designated donor units may have been 
delivered and stored in a remote refrigerator or they will 
have to be collected from the central blood bank). The 
expiry date of the donor unit is checked before its release, 
and some systems can allocate donor unit closest to the 
end of its shelf life.[6]

A compatibility label is printed and affixed to the donor 
unit at the time of blood release.[2,5,6] In some systems, 
however, no additional tagging or labeling of the donor 
unit is required; only a computer printout with the 
patient’s demographics, the donor unit’s information 
and compatibility status will be issued for the 
clinician’s confirmation.[3] The barcode on the attached 
compatibility label and/or the barcode for the donation 
identification number on the label affixed by the blood 
collection service is scanned to further ascertain the 
compatibility.[2,3,5,6] The central blood bank will be alerted 
of the blood release.

Some systems provide real-time blood counts to the 
clinicians through wireless-linked handheld computers.[20] 
Algorithms incorporated in the prescription guidelines 
and based on the patient’s most recent hematology test 
results are used to promote adherence to guidelines for 
appropriate blood usage.

Unmatched Blood Issue
Some systems can release group O blood for unmatched 
transfusion.[6] Our group has pioneered the provision 
of group-identical unmatched blood for intraoperative 
transfusion during dire emergency.[4] Group O blood 

will be issued if the blood group of the recipient is not 
yet known. If the blood group is known (with a historic 
record in the BBLIS) and has been confirmed from a 
current specimen, the non-laboratory staff at the remote 
site will be instructed to take group-identical blood for 
transfusion and group O blood will no longer be issued. 
Furthermore, a real-time indication of the expected 
time for completion of the antibody screen and possible 
availability of computer crossmatch-compatible blood 
(for those with a negative antibody screen) will be given 
once the blood bank has received and registered the 
specimen and the antibody screen has been processed 
[Figure 2]. This is estimated from the registration time 
of the specimen and the promised turnaround time of 
the antibody screen. Keeping the clinician informed of 
the progress of the antibody screen will facilitate decision 
making in emergency transfusion and reduce the need 
of unmatched blood.[21] The blood bank will be alerted 
immediately if unmatched blood has been issued.

Blood Return and Re-issue
Unused donor units can be returned to the remote 
refrigerator through the BBLIS. The time when the donor 
unit leaves the refrigerator will be recorded, and it will 
be barred from re-issue if the donor unit is returned 
after 30 min. This will safeguard the integrity of the 
donor unit and prevent bacterial overgrowth and other 
problems associated with inappropriate storage. The 
virtual blood bank has been shown to be able to reduce 
the crossmatch–transfusion ratio while, at the same time, 
minimizing blood wastage.[2,3]

Figure 1:  Virtual blood bank – toward closing the loop of safe blood transfusion. BBLIS = Blood bank laboratory information system; CBP = 
complete blood picture; PT = prothrombin time;  APTT = activated partial thromboplastin time;  Tx = transfusion
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Blood Stock Maintenance
The existing stock of each ABO group will be checked 
automatically at regular intervals and the blood bank 
staff will be alerted if it falls below a pre-set limit, which 
is determined by the historic consumption rate and the 
distribution of ABO group in the population.[3] The stock 
will be replenished by the blood bank staff accordingly.

Audit Trail and Tracking
Incorrect removal of a donor unit will trigger off the 
on-site alarm and alert the central blood bank. All 
transactions and personnel involved will be recorded 
electronically. Such an electronic audit trail can replace 
the traditional paper-based documentation system.

Blood Vending Machine
A latest addition to the virtual blood bank is the blood 
vending machine. The latter consists of two components: 
(A) an intelligent temperature-controlled blood storage 
and dispensing refrigerator with computerized controlled 
electromagnetic door lock and (B) an attached kiosk that 
is a purpose-built computer terminal with identity card 
reader and barcode scanner for personnel login and patient 
identification, process control and compatibility label 
printing.[5,6] The refrigerator contains a rotating carousel 
with individually electronically controlled and lockable 
compartments for undesignated donor units of each ABO 
group and one compartment for reserved and serologically 
crossmatched donor units, which enable physical and 
electronic control of access, allocation and dispensing of 
group-identical electronically crossmatched or reserved 
serologically crossmatch-compatible donor units. The 
blood vending machine allows bidirectional informatics 
connectivity and ensures that (A) only authorized 

personnel can gain access, (B) expiry date of donor unit 
is checked, (C) validity of reserved unit is confirmed, (D) 
oldest available donor unit is dispensed and (E) inventory 
and temperature are monitored continuously by the 
central blood bank. The donor unit will be automatically 
assigned and dispensed by the refrigerator and labeled at 
the kiosk. It has further enhanced the safety, efficacy and 
security of the virtual blood bank as it limits access to 
only the correct donor units, reduces donor unit expiry 
and provides an audit trail for the personnel involved 
and procedures undertaken. The stock can be replenished 
at the convenience of the blood bank staff who will be 
alerted when the inventory falls below a pre-set limit. 
An obstacle to the wider use of such a blood vending 
machine is probably its cost, which is, at present, several 
times that of the usual blood storage refrigerator.

Blood Transport System
A pre-cooled refrigerated and continuous temperature-
monitored transport system is currently available for 
providing a complete documented storage history during 
blood transportation.[22] Although this has yet to be 
incorporated into the virtual blood bank, it may further 
ensure a safe and waste-free transfusion.

Most ABO-incompatible transfusions occur because of 
errors of sampling or blood administration. In order to 
close the loop, it is important to have an end-to-end 
control of blood sampling, delivery and administration.[23,24] 
This involves the use of a handheld computer/barcode 
scanner and a portable barcode label printer (as described 
in the previous section), and relies on the application 
of password, identification bracelet, smartcard, barcode 
scanning, electronic checking, electronic process control/
constraint, electronic lock and procedure audit.

Figure 2:  Workflow and audit of remote release of unmatched blood. Electronic records are kept for the activities marked by . RBCs = 
red cells;  TAT = turnaround time
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ZERO-RISK, ZERO-TIME-LAG AND ZERO-
WASTAGE TRANSFUSION: A MYTH OR A 
REALITY?

The benefits of a virtual blood bank are manifold: (A) 
increased safety – restricted access to only the correct 
donor units, (B) increased efficiency – expressed delivery 
of crossmatch-compatible and even unmatched blood, 
(C) increased cost-effectiveness – reduced overall blood 
inventory, usage and wastage and (D) increased security 
for remote blood storage with audit trail and tracking. 
In fact, all virtual blood banks currently in use have 
demonstrated remarkable success in terms of reducing 
the time for delivery of donor units to remote sites (from 
over 30 min to <1 min), reducing blood wastage (by 25–
30%) and crossmatch–transfusion ratio.[2-5] They remove 
the need of phone enquiries thus eliminating the error-
prone communication for blood ordering and delivery and 
reducing the stress of both clinical and laboratory staff, 
particularly at times of emergency or massive transfusion.

Contrary to common belief, it has been shown that 
increased autonomy of clinicians and enhanced 
accessibility of blood will not lead to increased usage 
but rather to more rational request because of increased 
confidence as an unlimited supply is practically instantly 
ensured.[3,5] It will thus improve patient care and ensure 
better utilization of the scarce blood stock. The virtual 
blood bank enables the provision of an on-demand and 
need-to-give transfusion service, removing the need of a 
maximum blood ordering schedule, and helps ensure the 
compliance with transfusion guidelines and regulatory 
requirements (from bedside to blood bank). It has 
been proven safe and no incident of ABO-incompatible 
transfusion has ever been reported.[2-6] The virtual blood 
bank (Operating Theatre Blood Transaction System, 
OTBTS) was first developed and implemented in Hong 
Kong at the Queen Elizabeth Hospital in 1997.[3] It was 
later expanded to include an unmatched blood module 
that allowed emergency order and issue of unmatched 
blood for intraoperative transfusion in patients who did 
not yet have a valid type and screen result.[4,21] During the 
period from May 1997 to November 2010, the OTBTS 
has issued 37,324 units of blood to 11,282 patients for 
intraoperative transfusion. Among them, 336 units of 
unmatched blood (group O:group-identical blood in a 
ratio of about 2.5:1) has been given for intraoperative 
transfusion in dire emergency. The average time required 
for issuing the first unit of blood is 23 s. No delay/error in 
transfusion or postponement of surgery has been reported. 
The system has now been installed in a specialist center 
for joint replacement surgery and two other major acute 
hospitals in the territory.

Virtual blood banks currently in use are not perfect. For 
instance, they cannot distribute mini-packs for pediatric 
patients or other blood components such as platelet 

concentrates. Furthermore, most systems do not allow 
the release of group-identical unmatched blood for 
emergency transfusion. Another concern is the patient 
identification as the bracelet commonly used by most 
centers is an inconvenient method, particularly for 
patients in the OT as it is not always readily accessible 
for checking and it may sometimes be removed because 
of the surgical site, and for patients attending the pre-
admission clinic in advance of surgery as they will not 
be wearing the bracelet. The use of biometrics, such 
as fingerprint technology, or the use of radiofrequency 
identification will have to be explored. Lastly, it is often 
necessary to transport specimens from the remote site 
to the central blood bank for pre-transfusion testing. 
A telemedicine system is recently available that allows 
remote inspection and interpretation of pre-transfusion 
tests, such as those performed by gel technology.[25] This 
may remove the need of specimen delivery from the 
remote site.

CONCLUSION

Blood transfusion is a high-risk process because of the 
complexity of its many procedures (from blood sampling 
to laboratory testing and blood administration) and the 
involvement of multiple staff from different departments. 
The virtual blood bank has taken the full advantage 
of computer crossmatch, i.e. immediate availability of 
compatible blood without the need of prior allocation of 
donor units to designated patients, and has allowed the 
controlled use of group-identical blood, real-time inventory 
monitoring and early stock replenishment. The use of 
barcode or other identification devices can eliminate 
human errors in data transcription. Electronic process 
control can help ensure compliance with transfusion 
guidelines and regulatory requirements. The advent of 
information technology has enabled us to come closer 
to the goal of zero-risk, zero-time-lag and zero-wastage 
transfusion – a goal that was only a dream in the past but 
might be reachable in the not-so-distant future.[26]
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