
e-Health preparedness assessment in
the context of an influenza pandemic:
a qualitative study in China

Junhua Li,1,2 Holly Seale,2 Pradeep Ray,1 Quanyi Wang,3 Peng Yang,3 Shuang Li,3

Yi Zhang,3 C Raina MacIntyre2,4

To cite: Li J, Seale H, Ray P,
et al. e-Health preparedness
assessment in the context of
an influenza pandemic:
a qualitative study in China.
BMJ Open 2013;3:e002293.
doi:10.1136/bmjopen-2012-
002293

▸ Prepublication history for
this paper are available
online. To view these files
please visit the journal online
(http://dx.doi.org/10.1136/
bmjopen-2012-002293).

Received 1 November 2012
Revised 28 January 2013
Accepted 14 February 2013

This final article is available
for use under the terms of
the Creative Commons
Attribution Non-Commercial
2.0 Licence; see
http://bmjopen.bmj.com

For numbered affiliations see
end of article.

Correspondence to
Junhua Li;
junhua.li.syd@gmail.com

ABSTRACT
Objective: To assess the preparedness status of a
hospital in Beijing, China for implementation of an
e-Health system in the context of a pandemic
response.
Design: This research project used qualitative
methods and involved two phases: (1) group
interviews were conducted with key stakeholders to
examine how the surveillance system worked with
information and communication technology (ICT)
support in Beijing, the results of which provided
background information for a case study at the second
phase and (2) individual interviews were conducted in
order to gather a rich data set in relation to e-Health
preparedness at the selected hospital.
Setting: In phase 1, group interviews were conducted
at Centres for Disease Prevention and Control (CDC) in
Beijing. In phase 2, individual interviews were
performed at a secondary hospital selected for the
case study.
Participants: In phase 1, three group interviews were
undertaken with 12 key stakeholders (public health/
medical practitioners from the Beijing city CDC, two
district CDCs and a tertiary hospital) who were
involved in the 2009 influenza A (H1N1) pandemic
response in Beijing. In phase 2, individual interviews
were conducted with 23 participants (including
physicians across medical departments, an IT manager
and a general administrative officer).
Primary and secondary measures: For the case
study, five areas were examined to assess the hospital’s
preparedness for implementation of an e-Health system
in the context of a pandemic response: (1) motivational
forces for change; (2) healthcare providers’ exposure to
e-Health; (3) technological preparedness; (4)
organisational non-technical ability to support a clinical
ICT innovation and (5) sociocultural issues at the
organisation in association with e-Health
implementation and a pandemic response.
Results: This article reports a small subset of the case
study results from which major issues were identified
under three main themes in relation to the hospital’s
preparedness. These issues include a poor sharing of
patient health records, prescription errors, unavailability of
software tools to assist physicians in answering patient
questions, physicians’ concerns about the reliability of ICT
and the high monetary cost of e-health implementation

and uncertainty over return on investment, and their
dissatisfaction with the software in use.
Conclusions: Prior to the implementation of e-Health,
planning must be undertaken to ensure the smooth
introduction of the system. The assessment of
organisational preparedness is an important step in this
planning process. On the basis of a case study, deficient
areas of organisational preparedness were identified for
the prospective implementation of electronic health
records. Accordingly, we suggested possible solutions for
the areas in need of improvement to facilitate e-Health
implementation’s success.

BACKGROUND
Influenza pandemics can occur with the
appearance of a new strain of an influenza A

ARTICLE SUMMARY

Article focus
▪ How to assess organisational preparedness for

the implementation of an e-Health system in the
context of a pandemic response?

▪ What is the preparedness status at a hospital in
Beijing for the implementation of an e-health
records system?

▪ How did the surveillance system work with infor-
mation and communication technology support
in the 2009 influenza A (H1N1) pandemic
response in Beijing?

Key messages
▪ The occurrence of a pandemic can place an

immense burden upon healthcare services, and
e-Health systems may facilitate the functioning of
healthcare facilities. The implementation of any
information system in an organisational context
requires proper planning and management for
change. Prior to the implementation of e-Health
systems, the assessment of organisational pre-
paredness is an essential requirement.

▪ There has been no work reported on the assess-
ment of e-Health preparedness at healthcare
facilities.
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virus against which none of the population has any
immunity.1 A severe pandemic has the potential to
increase morbidity and mortality levels, and conse-
quently to cause economic losses worldwide.2 e-Health is
an application of information and communication tech-
nology (ICT) across the whole range of functions that
affect health. It may mitigate the impact of a pandemic
by enhancing surveillance and control (eg, rapid case
reporting), and improving the performance of clinical
practice (eg, efficient documentation).3 4

The implementation of e-Health systems represents a
disruptive change in the healthcare workplace and
requires proper planning and management.5 The
change occurs not only due to the introduction of ICT
infrastructure but also because the job design of inter-
connected health professionals should be re-engineered
to effectively and efficiently accommodate the technol-
ogy.6 Resistance to change can occur at the individual
level as well as at the organisational level.7 e-Health pre-
paredness assessment becomes an essential requirement
prior to the implementation of e-Health.8 9 The assess-
ment is to identify problems with the present clinical
practice processes and activities, healthcare providers’
exposure to e-Health (eg, perceived e-Health benefits),
and available resources and socioculture of organisations
to support the clinical ICT innovation for a pandemic.

Action taken subsequently that addresses deficient areas
of preparedness would hopefully facilitate changes
resulting from e-Health systems’ implementation.
Although there have been some preliminary attempts to

develop a framework for e-Health preparedness assess-
ment, there has been no work reported on a systematic
study on the evaluation of e-Health preparedness for
public health services. Recently, an integrated e-Health pre-
paredness framework10 was developed from the perspec-
tives of the healthcare organisation and providers. Then
the authors validated it by contextual interviews with 20
domain experts: 10 with e-Health implementation practi-
tioners and the rest with medical/public health practi-
tioners, and no modifications have been made on the
constructs. However, this framework has not yet been
applied in real healthcare settings. As a research strategy,
the case study is used in many situations to contribute to
our knowledge of individual, group, organisational, social,
political and related phenomena—it allows investigators to
retain the holistic and meaningful characteristics of real-life
events.11 In light of the integrated framework, we con-
ducted a case study at a healthcare organisation in Beijing,
which aimed to test its applicability and assess the pre-
paredness status for the implementation of an e-Health
system in the context of a pandemic response.

METHODS
This study used a qualitative research approach and
involved two phases: (1) group interviews were conducted
with key stakeholders involved in the 2009 influenza A
(H1N1) pandemic response in Beijing to examine how
the surveillance system worked with ICT support, which
provided background information for the case study and
(2) individual interviews at a selected hospital to gather a
rich data set in relation to e-Health preparedness assess-
ment. The Medical and Community Health Research
Ethics Advisory Panel, the University of New South Wales
and the Beijing Center for Disease Prevention and
Control (CDC) approved the study protocol.

Interview guide
Phase 1
It was found that there was limited information in the lit-
erature on interactions of stakeholders involved in
public health surveillance activities and ICT applications
for the purpose of surveillance in China. An interview
guide was developed to examine areas such as (1) key
stakeholders’ interaction during the 2009 pandemic
response; (2) surveillance data collection and use and
(3) dissemination of information from public health
authorities and feedback mechanisms.

Phase 2
On the basis of an integrated e-Health preparedness frame-
work presented in ref. 10 an interview guide was developed
to examine the following areas: (1) motivational forces for
change that reflect the evaluator’s realisation of problems

ARTICLE SUMMARY

Strengths and limitations of this study
▪ A part of our findings shows how IT applications were used in

the functioning public health surveillance system in Beijing.
This may provide decision makers at other settings with valu-
able insights to prepare themselves for a next pandemic from
the surveillance perspective.

▪ Our case study at a hospital in Beijing demonstrates how
organisational preparedness can be assessed for the imple-
mentation of e-Health systems. Similar studies can be con-
ducted in the future at various healthcare settings in countries
to manage and plan the implementation of varied and specific
e-Health systems.

▪ Reported results from the case study may assist decision
makers in the hospital to take action to address deficient areas
in their preparedness and, as a result, facilitate the e-Health
implementation’s success.

▪ The study results may be limited due to the participants’ over-
reporting or their recall bias.

▪ Another limitation is on the study design. This single-case
study demonstrates the applicability of an integrated prepared-
ness assessment framework that was developed and published
recently. We understand that the evidence from multiple cases
is often considered more compelling, and the overall study is
therefore regarded as being more robust. However, the
conduct of a multiple-case study requires extensive resources
and time. For this project, we received no specific grant from
any funding agency in the public, commercial or not-for-profit
sectors; therefore, we selected a representative and typical
case to achieve the study objectives.
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and healthcare providers’ dissatisfaction with present prac-
tices or circumstances for pandemic responses. Pandemic
responses at the healthcare organisation require its partici-
pation in pandemic diseases surveillance and control (such
as case reporting to the state or local public health unit) as
well as in the performance of medical practices (such as
diagnoses and prescriptions); (2) healthcare providers’
exposure to potential e-Health applications (engagement
preparedness) including their perceived e-Health benefits
for a pandemic response, fears and concerns over using
prospective e-Health systems, and their willingness to make
the initial investment of extra time for e-Health training;
(3) technological preparedness that reflects the capacity of
the available hardware, software, computer networks and
internal IT support particularly for troubleshooting at the
healthcare organisation, as well as the sufficiency of health-
care providers’ previous IT experience to support an ICT
innovation for medical practices; (4) resource preparedness,
that is, organisational non-technical ability to support a
clinical ICT innovation, including the decision makers’ spe-
cific knowledge of the ICT implementation, supportive pol-
icies at the organisational level and sufficient funding to
support the whole innovation process and (5) societal pre-
paredness that deals with sociocultural issues at the organ-
isation in association with e-Health implementation and a
pandemic response. Communication links and partner-
ships need to be available within and across the organisa-
tion. Questions from the interview guide were generated to
evaluate preparedness measures at the bottom level of the
hierarchical framework.10 Here is an illustrative question:
were there any problems with the performance of medical
practices during the influenza A (H1N1) pandemic? For
example, were there errors in prescriptions at the hospital?

Sample and site selection
Phase 1
Purposive sampling was used to recruit individuals to
participate in the group interviews. Stakeholders nomi-
nated by the Beijing city CDC were provided with an
overview of the study and were invited to participate.
Consent was implied, if the participant agreed to under-
take the interview. No identifiable information was col-
lected in the interview.

Phase 2
To select a hospital for the case study, the Beijing city
CDC initially recommended a small list of hospitals as
possible candidates. There were a number of criteria
which the hospital had to meet in order to be eligible.
These included the following: (1) the hospital must have
been involved in the 2009 influenza A (H1N1) pan-
demic response and (2) the hospital must be planning
to implement a new e-Health system that can facilitate
future pandemic response. Then two investigators made
face-to-face explanations to the administrative officers
and IT personnel at these hospitals on the objective of
the research project. One hospital located in Beijing was
finally selected, as the hospital met the case selection

criteria and the management also showed their willing-
ness to participate and offer a context for the study.
Purposive sampling was employed since the interviews

required the participants’ knowledge of the status quo at
the hospital to reveal its motivational, engagement,
technological, resource and societal preparedness for the
prospective e-Health system implementation. Owing to
the nature of the data collected, three groups of partici-
pants were involved, specifically: (1) clinicians who had
experience in diagnosing and reporting cases of influ-
enza A (H1N1) and who would be end-users of the
e-Health system; (2) an IT manager who provided IT
support services (eg, troubleshooting) during the H1N1
pandemic and who was familiar with the ICT infrastruc-
ture (eg, what were the information systems in use?) at
the hospital and (3) the Chief Information Officer/
person who was in charge of the planning and implemen-
tation of the e-Health system. We also set the following
inclusion criteria: participants must have worked at the
hospital for a minimum of 2 years, and were full-time or
part-time staff (contract workers were not included).
At the selected site, three interviews were piloted with

a representative of the members of the study population
of interest. The purpose was to evaluate the interview
guide, for example, its readability, relevance and diffi-
culty in interpreting and answering the questions asked.
The instrument was modified accordingly.

Data collection
The recruitment process ended once enough detailed
insights were provided to reach a point of saturation
with respect to the surveillance system in Beijing during
the 2009 pandemic outbreak and the preparedness
areas at the selected hospital.

Phase 1
In February 2010, three group interviews were conducted
in Chinese by one investigator. The first interview involved
two public health practitioners from the Beijing city CDC.
The second and third interviews involved 10 public
health/medical practitioners from the city CDC, two dis-
trict CDCs and a tertiary hospital (eg, the director of a dis-
trict CDC and a medical doctor from the hospital).

Phase 2
A total of 23 in-depth interviews were conducted in
Chinese by three investigators at the selected hospital
between October and December 2010, respectively, with
the general administrative officer, an IT manager, five
physicians from the Respiratory Medicine Department,
the director and six physicians from the Paediatrics
Clinic Department, the director and four physicians
from the Internal Medicine Emergency Department, the
director and two physicians from the Infectious Diseases
Department and a health worker from the Public
Health Department. The interview with the health
worker aimed to better understand the hospital’s public
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health responsibilities and professional relationships
with the district and city CDCs.

Analysis
With the participants’ permission, all the interviews were
recorded with a digital voice recorder and transcribed
verbatim. The process for coding the data was con-
ducted manually and consisted of a number of steps.
One-quarter of the transcripts were randomly selected
and coded independently by three investigators who are
bilingual and fluent in both English and Chinese. Each
idea was given a code in Chinese that represented the
meaning of the text segment. As a part of this step,
respondents’ own words were used whenever possible.
Through discussions between the three investigators, a
list of themes was developed inductively. An agreed
framework was then applied by one of the three investi-
gators to code the remnant of the transcripts and the
themes were modified. On the basis of the themes
finally identified, the results of the analysis were written
in English and then discussed with the other two investi-
gators to ensure the accuracy and lexical equivalence.
Lastly, the manuscript was modified according to the
other authors’ further comments and feedback.

CONTEXT
Surveillance system in Beijing
This section reports the key findings from the group
interviews. When asked how the public health surveil-
lance system worked during the 2009 influenza A
(H1N1) pandemic outbreak, all participants noted that

various stakeholders participated in the surveillance
activities in Beijing (including personnel from the
national, provincial/city and district bureaus of health,
CDCs at all levels, hospitals and schools) and ICT took
an important role in facilitating the stakeholders’ inter-
action and communication. Figure 1 shows the stake-
holders and their interactions for public health
surveillance as part of the 2009 pandemic response.
When asked to explain in detail how notifiable dis-

eases were normally reported, the participants indicated
that it was initially performed by physicians either by
filling out a paper-based form or through the electronic
interface of an intranet website. A health worker from
the hospital’s public health department was usually
designated to collect these forms in person once or
twice a day or to retrieve that information in real time
through the intranet website. The health worker was
then required to check the completeness and legitimacy
of the information reported by the physicians. Lastly, the
health worker was responsible for importing the
updated information into the CDC website. One partici-
pant believed that the completeness check improved the
quality of case reporting and, as a result, benefited the
prospective use and analysis of the surveillance data.
During the pandemic, any data collected on the case
reports were available in real time to the district CDCs
through the CDC website.

After cases were reported to our district CDC, we were
able to immediately capture the information using the
website.

Figure 1 The major steps in the public health surveillance system in China.
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If a patient saw a doctor in District A but resided in
District B, after the case was reported, both district CDCs
could see the information in real time through the
website.

As highlighted by some participants, these data could
be shared by CDCs at all levels and health workers at the
public health department of hospitals via the CDC
website; nevertheless, they were not given the same level
of accessibility.

Every district CDC could see the number of cases in the
district but not that in other districts.

Chinese National CDC is able to see reports from all the
cities/provinces whereas the reports seen by a district
CDC are only a small subset.

Aside from the healthcare facility-based reporting,
schoolteachers and construction site managers also
share the responsibility of reporting cases on the basis of
the person’s symptoms (fever, diarrhoea, rash, jaundice
or red conjunctiva). Many felt that the system of
symptom-based reporting allowed control measures to
be undertaken before the disease started to spread.
According to the participants, the surveillance data

were analysed with ICT applications (eg, early aberration
reporting system12) at all CDC levels; the analysis results
were reported to the bureau of health at the same level.
A public health practitioner explained that the analysis
was undertaken to identify trends and affected popula-
tions, so that appropriate target groups were identified
and control activities were implemented.

Hospital case study background
ICT has been applied at the hospital since 1999. At the
initial stage, the application aimed to meet the hospital’s
financial needs. The manager of the IT department
pointed out that in 2003 the hospital realised that the
application should not merely focus on finance but
should benefit clinical practices as well as decision-
making processes at the management level. In the
context of the 2009 pandemic outbreak, some inter-
viewed physicians commented that they could proactively
retrieve laboratory testing results through a laboratory
information system once the results became available;
they could also gain access to an intranet website and
capture health alerts (eg, updated case definition)
issued by public health authorities.
Since 2003, the hospital information system (HIS) for

clinical practices has been replaced twice because
neither of the first two suppliers was capable of upgrad-
ing their systems to meet the increasing clinical needs.
The third HIS system had been implemented for both
outpatient and inpatient services. The IT manager indi-
cated that the second system for inpatient services was
still in use and explained that it had kept all the infor-
mation for inpatients who were already hospitalised
before the implementation of the third system. The new

system for outpatient services included a range of func-
tions and mainly focused on the entry of medicine pre-
scriptions and connections to the billing system. The
general administrative officer pointed out that there was
still a big gap regarding the retrieval of complete patient
medical records for clinical decision making. Therefore,
as the officer reported, the hospital had been planning
to implement an electronic health records (EHR) system.

e-HEALTH PREPAREDNESS ASSESSMENT RESULTS
On the basis of our discussions with 23 participants at
the selected hospital and analysis of their responses, we
assessed the hospital’s preparedness for implementation
of an EHR system in the context of a pandemic
response. The preparedness issues were discussed within
the five areas: (1) motivational forces for change;
(2) healthcare providers’ exposure to e-Health;
(3) technological preparedness; (4) organisational non-
technical ability to support a clinical ICT innovation and
(5) sociocultural issues at the organisation in association
with EHR implementation and a pandemic response.
Owing to the words limit, this section reports a small
subset of the case study results from which major issues
were identified in relation to the hospital’s prepared-
ness. These issues needed to be addressed prior to the
implementation of EHR.

Explored area: motivational preparedness
Poor sharing of patient health records
Patient information required for clinical decision making
was deemed by more than half of the interviewed physi-
cians to be incomplete and inaccurate. Most physicians
indicated that information could be partially obtained
from the internal HIS, or from the paper-based patient
medical history generated at the hospital or other health-
care facilities or, alternatively, by asking patients
face-to-face during the physician–patient encounter.
These physicians argued that patient information in the
HIS mainly included past diagnoses and prescriptions at
the hospital, whereas other information (eg, allergic
history), which was also important for clinical decision
making, was not saved. Furthermore, if those patients
who had lost their medical card applied for a new card
instead of renewing it, all information generated in the
past would be no longer available. Although the paper-
based patient medical history could provide extra evi-
dence for clinical decision making, the utilisation of the
information enclosed was another matter of concern.
The director of the Infectious Disease Department pro-
vided an example of a patient with a medicine allergy:
the diagnosing physician knew about it but still wrote
down ‘no medicine allergy history’ in the medical history.

When I look at patient medical history generated by
others, I cannot entirely trust it. (a senior physician,
Department of Infectious Disease)
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Inappropriate prescriptions
Physicians had utilised the HIS for prescriptions.
A majority of physicians indicated that inappropriate
prescriptions were caused by operational errors.
A paediatrician provided an example in which, while she
used an electronic interface to prescribe medicines for a
patient, another patient whom she had already seen
walked in with a laboratory test report; she switched over
but used the interface to prescribe medicines for the
wrong patient. A few commented that these mistakes
sometimes happened especially when there were a large
number of patients; nevertheless, they could be cor-
rected in most cases when the patient went to the phar-
macy with a different name on their prescriptions. Some
physicians pointed out that inappropriate prescriptions
could also be made in terms of medicine usage
(eg, intravenous drip, injection or push) and dosage.
Another physician added that due to the lack of
updated information (eg, pregnancy) in relation to
patients, medicines might have been prescribed to them
despite there being contraindications.

Lack of assistance to answering patients’ questions
The majority of interviewed physicians indicated that
they did not have access to the internet and nor were
software tools available, at least as far as they knew, to
search for information in relation to patients’ questions
during their visits. Others argued that there was indeed
an electronic pharmacopoeia and an intranet library to
assist with answering some of the patients’ questions.
One other physician commented that through the
library they were able to find a small number of pub-
lished papers or reports, but the quality of these was
uncertain.

Explored area: engagement preparedness
Physicians’ concern about IT reliability
Most physicians believed that information technology
was always reliable. Nevertheless, the majority of the phy-
sicians, including many of those who held a positive
point of view, also clearly pointed out that information
technology could be unreliable from time to time. They
commented that: (1) there were pointless reminders
when they prescribed medicines; (2) the HIS crashed
sometimes and had to be rebooted, and as a result all
work not yet saved needed to be redone; (3) the reliabil-
ity of information stored in IT systems was another
matter of concern. They argued that patient personal
details (eg, residential address and contact number)
might not be up to date; first-hand medical information
collected from patients (eg, allergic history) might not
be accurate or complete; the information in relation to
past diagnoses and prescriptions saved in the HIS might
not be correct and could be inappropriate in the
first place; the information on medicinal drugs in
the electronic pharmacopoeia might be out of date and
(4) technical glitches in the HIS negatively impacted on
physicians’ work efficiency.

Sometimes, after physicians generated and saved patient
health records with the HIS for inpatient services,
nothing was there. (a physician, Department of Internal
Medicine Emergency)

Physicians’ concern about high investment and low
reimbursement
For more than half of the interviewed physicians, high
investment and/or low reimbursement were not their
concern with using prospective e-Health systems. They
argued that monetary investment was beyond their pro-
fessional knowledge and there was nothing they could
do about it. Some explained that decisions on the imple-
mentation of a new system were always made at the man-
agement level and that they had never been involved in
that process at all. Regardless of the involvement in deci-
sion making, physicians’ medical practices (eg, work effi-
ciency) would benefit in the long run, as a few noted.
However, the others indicated that the monetary invest-

ment on e-Health technologies had to be a matter of
concern—physicians would pay for what they had been
given (eg, from their bonus). They also commented that
returns on the investment were dependent on the degree
to which the technologies would be utilised to improve
medical practices and patient care outcomes. When a
large number of daily patient visits were taken into
account, time which could be spent with every single
patient was significantly limited and even less for the util-
isation of technologies, and therefore returns on the
investment could be unpredictable and appeared to be
another matter of concern, as one physician emphasised.

Explored area: technological preparedness
The IT manager reported that all available ICT systems
(eg, clinical and non-clinical software) at the hospital
had formed a technical base for the implementation of
any e-Health systems in the future. Many of the inter-
viewed physicians were not only satisfied with the
current software in use, but they also highlighted that
the HIS needed to be upgraded in order to improve its
performance (including technical errors and bugs, user-
unfriendly interfaces, irrational operations and unmet
requirements). One provided an example, explaining
that as the buttons in the HIS used icons instead of cap-
tions (ie, text) to indicate what they do, it could take a
while for end-users to remember them and become
familiar with the operations.
The general administrative officer indicated that pro-

blems with the HIS encountered by physicians were
being collated by the IT department, but that addressing
these problems required a thorough analysis to check
whether they could cause misalignments with the work-
flow defined at the hospital management level or with
the requirements specified by the national Ministry of
Health (eg, medical insurance policies).
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DISCUSSION
e-Health preparedness assessment helps the decision
maker to be well-informed of deficient areas in pre-
paredness, and therefore serves as a guide for preventive
action to combat the failure to innovate.8 9 There is no
study internationally on the evaluation of e-Health pre-
paredness in an organisational context. In light of an
integrated five-dimensional framework presented in ref.
10 a case study was conducted at a hospital in Beijing to
assess organisational preparedness for the prospective
implementation of an EHR system. This study has
demonstrated its applicability in a real healthcare setting
in China. Only major issues identified within three pre-
paredness dimensions were reported in the previous
section. Table 1 summarises these deficient areas of pre-
paredness with possible solutions.
On the basis of assessment of motivational prepared-

ness, identification of issues and challenges within
present practices indicates the need for change.10 This
information assists the hospital in defining its problems
in relation to pandemic responses and in understanding
how those problems can possibly be solved with innova-
tions (eg, shared EHR systems).7 Unless motivation is
‘activated’, individuals within the organisation are
unlikely to initiate change behaviours; perceived needs
by healthcare providers impact on their behavioural
intention to adopt and use an e-Health system (eg, refs.
13 and 14). Pandemic responses at the healthcare organ-
isation require its participation in disease surveillance
and control activities as well as in the performance of
medical practices.10 In this study, possible issues particu-
larly in relation to disease surveillance and control activ-
ities during the 2009 pandemic were not fully identified.

The reason behind this could be that a wide range of
e-Health applications were already set in place for the
pandemic response. The case reporting process, for
example, had been streamlined from diagnostic physi-
cians to the internal public health department, and sub-
sequently to the district CDC.
More serious issues were identified in medical prac-

tices including poor sharing of patient health records,
prescription errors and unavailability of software tools to
assist physicians in answering patient questions.
Although the new HIS provides physicians with a func-
tion for prescription entry, inappropriate prescriptions
can still be made due to system operation errors or the
absence of updated patient information which is
required for the consideration of contraindications.
Therefore, some broad requirements for the EHR
system that should be incorporated are to: (1) explore
options to decrease prescription errors (eg, automatic
check of contraindication when patient information is
updated and complete); (2) ensure that a variety of clin-
icians can not only access patient health information
efficiently when required, but also ensure that the infor-
mation can be secured with patient privacy protected
(further exploration is required for defining what infor-
mation needs to be shared with whom and in which
way) and (3) explore options to assist physicians in
answering the patient’s questions or seeking required
clinical information (eg, a reference portal to create a
filtered and customised set of contents15).
As part of the engagement preparedness assessment,

interviewed physicians raised a couple of major concerns
about using a potential EHR system. As healthcare
providers are the key driving force in pushing e-Health

Table 1 Deficient areas of preparedness at the hospital

Areas of deficiency Suggestions

Sharing of patient health records (a) Defining what information needs to be shared with whom and

in which way

(b) With a prospective EHR system, ensuring that a variety of

clinicians can not only access patient health information

efficiently when required, but also ensuring that the information

can be secured with patient privacy protected

Appropriateness of prescriptions Exploring options to decrease prescription errors such as

automatic check of contraindication when electronic patient

information is updated and complete

Availability of software tools to assist physicians in

answering patient questions

Using a reference portal (eg, a clinical information website with a

search engine) to create a filtered and customised set of

contents

Clinicians’ concern about IT reliability and high investment

and low reimbursement of the system implementation

(a) Making and executing education and awareness plans prior

to the EHR implementation

(b) Improving clinicians’ understanding of how the EHR can

benefit their performance in a pandemic situation and achieve

better patient care outcomes

Clinicians’ dissatisfaction with the software in use Exploring ways to improve the human–computer interactional

design to suit end-users such as involvement of clinical

champions at the design phase

EHR, electronic health records.
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initiatives, their concerns would impede further develop-
ment of overall preparedness.10 First, their concern
about the reliability of ICT was partially caused by their
distrust in the information stored in IT systems. Their
distrust may evoke anxious reactions when it comes to
adopting new e-Health systems (eg, refs. 16 and 17).
Second, interviewed physicians perceived a high monet-
ary cost of e-Health implementation and uncertainty
over return on monetary investment. This perception
can inhibit their use of or intention to use e-Health (eg,
refs. 18 and 19). If the increase in expenses outpaced
that of compensation for the organisation, they would
find it particularly hard to justify the risk in making any
investment, especially in a new technology perceived as
risky with uncertain returns (eg, the EHR).20 Healthcare
providers’ perception of e-Health benefits determines
the level of their fears and concerns.21 Therefore, to
overcome these concerns, education and awareness
plans need to be made and executed prior to the EHR
implementation. These education programmes can
improve the healthcare providers’ understanding of how
the EHR can benefit their performance in a pandemic
situation and achieve better patient care outcomes.
Under the technological preparedness dimension,

physicians expressed their dissatisfaction with the soft-
ware in use (particularly the newly implemented HIS) at
the hospital, such as the user-unfriendly interfaces and
irrational operations. Negative IT experience can cause
them technology phobia and thus inhibit their adoption
intention of a new e-Health system.22 23 With respect to
the EHR system being planned, there is a need to
explore ways to improve the human–computer inter-
actional design to suit end-users (eg, involvement of clin-
ical champions at the design phase).
The study results may be limited due to the partici-

pants’ over-reporting or their recall bias. In the case
study, for example, the three groups of participants may
have over-reported their preparedness in order to avoid
embarrassment or judgement. We attempted to minim-
ise bias in the interpretation of the interview data by
having it reviewed by three investigators. It would be
useful to have an independent bilingual person to
ensure the accuracy and lexical equivalence of the data
analysis results. As this study was undertaken as part of a
PhD project, there was no funding available for this
process. Furthermore, some questions in the interview
guide required the participants to recall their past
experiences; therefore, there may be some recall bias.

CONCLUSIONS
Pandemic preparedness planning is necessitated during
the interpandemic period to enable countries to be pre-
pared to recognise and manage an influenza pan-
demic.24 The first phase of this project contributes to
a sharing of the surveillance experience in Beijing,
especially with the other regions of China or countries
where the public health surveillance system has been

dysfunctional or not yet set up in place; some information
drawn from this experience may help their preparation
for a next pandemic from the surveillance perspective.
The project’s second phase demonstrates the applic-

ability of the integrated e-Health preparedness frame-
work10 in a real healthcare setting. It also provides the
medical informatics audience with an example of how
e-Health preparedness assessment can be conducted in
an organisational context. The case study results may
assist decision makers at the hospital to take action to
address deficient areas in their preparedness and, as a
result, facilitate the EHR implementation success.
The integrated framework10 lays the foundation for

e-Health preparedness assessment as illustrated here in
the context of an influenza pandemic. However, the
framework can be adapted to a range of clinical and
public health environments. The applicability of the
framework with these minor modifications would also
require further studies. Similar case studies can be con-
ducted at various healthcare settings (such as residential
aged care facilities and primary healthcare centres)
across countries to manage and plan the implementation
of varied and specific e-Health systems such as EHR,
e-learning, chronic illness management, telecardiology,
teleradiology and teledermatology. These studies would
engage staff members and seek their input to the specifi-
cation of requirements for a clinical ICT innovation and
also build organisational capacity for change.
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