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Supplementary Table ST1: Summary of the iDASH competitions. AMIA: American Medical 

Informatics Association, ASHG: American Society of Human Genetics, DNA: DeoxyriboNucleic 

Acid, GA4GH: Global Alliance for Genomics and Health, GDS: Genomic Data Sharing, GWAS: 

Genome Wide Association Studies, HE: Homomorphic Encryption, SGX: Software Guard 

eXtension, SMC: Secure Multiparty Computation. 

Year Venue 
(“Co-location”) 

Participants 
(Countries) 

Main 
Ref. 

Competition Tracks and Peer-Reviewed Article References 
by Participating Teams 

2014 San Diego, CA 33 (2) [1] 
1 Privacy-preserving data sharing for human genomes [2] 

2 Secure release of analysis results for human genomes 
[3] 

2015 San Diego, CA 56 (5) [4] 
1 Secure outsourcing of human genome computation 

using HE techniques [5-7] 

2 Secure collaboration on human genome computation 
by using SMC techniques [8 9] 

2016 Chicago, IL 
(AMIA) 50 (13) [10] 

1 Practical protection of GDS through beacon services [11 
12] 

2 Privacy-preserving search of similar cancer patients 
across organizations [13 14] 

3 Testing for genetic diseases on encrypted genomes 
using public clouds [15-18] 

2017 Orlando, FL 
(ASHG/GA4GH) 65 (19) [19] 

1 De-duplication for GA4GH [20] 
2 SGX-based whole genome variation search [21 22] 
3 HE-based logistic regression model learning [23-25] 

2018 San Diego, CA 
(ASHG) 64 (17) [26] 

1 Blockchain-based immutable logging and querying for 
cross-site genomic dataset access audit trail [27-30] 

2 Secure parallel GWAS using HE [31-35] 

3 Secure search of DNA segments in large genome 
databases [36 37] 

2019 Bloomington, IN 105 (21) [38] 

1 Distributed gene-drug interaction data sharing based 
on blockchain and smart contracts [39 40] 

2 Secure genotype imputation using HE [41] 
3 Privacy-preserving machine learning as a service on SGX 
4 Secure collaborative training of machine learning model 

2020 Houston, TX 87 (22) 
Virtual [42] 

1 Secure multi-label tumor classification using HE 

2 Privacy-preserving clustering of single-cell 
transcriptomics data in SGX 

3 Differentially private federated learning for the cancer 
prediction model 

2021 San Diego, CA 
(AMIA) 

69 (15) 
Virtual [43] 

1 Data sharing consent for health-related data using 
contracts on blockchain 

2 HE-based secure viral strain classification 
3 Confidential computing 
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 Supplementary Figure SF1. Diagram of the total citation numbers (blue bars) of the 40 

publications related to iDASH competition using Google Scholar [44] as of 4/20/2022. Also, the 

citations per year published are shown in the orange line. 
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